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1 INTRODUCTION  

1.1 The National Kidney Foundation Singapore (NKF) is seeking proposals for the  

a) Continued maintenance and enhancement of the Volunteer Management 

System (VMS) in a Software-as-a-Service (SaaS1) model running on 

Salesforce, and / or  

b) To take over existing development (on Salesforce platform) or redesign 

(open platform as proposed by vendor) of the Donor Management System 

(DMS). 

Volunteer Management System (VMS) 

1.2 NKF is using a Volunteer Management System (VMS) developed on the 

Salesforce platform. The goal is to streamline the recruitment/registration, 

engagement, scheduling, and management of volunteers using Salesforce’s 

capabilities, including standard CRM features. 

1.3 The current VMS, used by NKF's Volunteer Management (VM) department, 

supports recruitment/registration, scheduling, tracking, reporting, 

communication, and data management (for ensuring data accuracy and integrity 

by regularly updating and cleaning it). 

1.4 The requirements of the current VMS are described in Section 4 Functional 

Requirements (4.1.1, 4.3, 4.4, 4.5, and 4.6 for VMS) & Section 5 Technical 

Requirements. 

Donor Management System (DMS) 

1.5 NKF embarked on the development of the Donor Management System (DMS) 

in collaboration with a DMS vendor utilising the Salesforce platform. However, 

due to unforeseen circumstances, the DMS vendor is unable to complete the 

project to proceed to go-live. The DMS development project had advanced to 

the User Acceptance Testing (UAT) and data migration phase. Consequently, 

with mutual agreement between NKF and the DMS vendor, the development 

work has been put on hold permanently in early 2025. 

1.6 The DMS is used by the Donor Relation (DR) department to manage and track 

the donor information, contributions, and enhance donor engagement; and 

Finance department to manage and track the donation information, submissions 

to related bank/payment gateways, General Ledger (GL) integration to Finance 

system, and annual tax filing to IRAS. 

 
1 “SaaS” stands for Software as a Service. It's a cloud-based method of providing software to 
customers. SaaS customers subscribe to an application instead of purchasing and installing it. The 
vendor providing the SaaS is responsible for automatic software updates, security patches, and 
owning and managing all IT peripherals needed for the SaaS. Users can access and use a SaaS 
application from any compatible device over the internet. 
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1.7 The requirements of the DMS are described in Section 4 Functional 

Requirements (4.1.1, 4.2, 4.4, 4.5, and 4.6 for DMS) & Section 5 Technical 

Requirements. 

1.8 NKF is now seeking a new vendor to take over the existing re/development of 

the DMS project. The vendor can propose to adopt the Salesforce platform or 

an open platform. 

DMS (on Salesforce platform) – Refer to clauses 1.9 to 1.10 

1.9 If the vendor intends to use the Salesforce platform for the DMS, NKF prefers 

the vendor to review and analyse the existing but not yet live DMS Salesforce 

application framework. The goal is to reuse at least 60% of the source code and 

redevelop the remaining 40% using the Salesforce application framework. 

1.10 The vendor is required to assist NKF by making an appointment to vet the 

current DMS project documentation (refer to clause 4.2.5.112 to 4.2.5.114 – 

DMS Sharing Session): 

i. Continuing and completing the entire UAT process, addressing any gaps to 

meet user expectations. 

ii. Assessing, refining, and successfully executing the data migration process; 

and  

iii. Implementing enhancements and necessary refinements as identify to 

ensure the application is ready for go-live. 

DMS (on an Open Web platform) – Refer to clauses 1.11 

1.11 If the vendor plans to use an open platform for the DMS, it should ideally be a 

cloud-native SaaS solution. Any new developments should be listed as 

'Optional' in the Price Schedule for NKF's consideration and not under 

Mandatory items. Details of these optional developments should be described 

in the proposal for NKF to consider. 

1.12 The DMS will be accessible only from approved Internet IP addresses/ranges 

specified by NKF. These will be provided to the Contractor during the project 

preparation to go-live milestones. 

1.13 If additional System Software or Cloud Services are required, the vendor's 

proposal should detail the implications if NKF cannot procure these services. 

The cost of these additional items shall be listed clearly in the cost table. The 

proposal should also include information on the deployment responsibilities for 

the latest security patches. 

1.14 The vendor shall propose the System as Software-as-a-Service (SaaS) with 

multi-tenancy model on public Commercial Cloud and with data preferably to be 

hosted in Singapore. Multi-tenancy means that a single instance of the software 

and its supporting infrastructure serves multiple customers. Each customer 
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shares the same software application and the tenant’s data is isolated and 

remains invisible to other tenants. Configuration can be done while leaving the 

underlying code base unchanged. 

1.15 Vendors are required to include in their proposals and quote separately for the 

following services: 

Base Services 

a) Understanding and confirming the scope and requirements at the start 

of the Contract; 

b) Design, develop / customise / configure, integrate, test, install and 

commence a fully operational on-demand cloud computing solution 

provided over a network to meet the functional requirements (refer to 

Section 4.1.1, 4.4, 4.5, and 4.6 for general requirements, 4.2 for 

DMS and 4.3 for VMS) & technical requirements (refer to Section 5) 

with justifications for the design;  

c) Provide capacity sizing, system architecture design, configuration, 

security and availability of the service;  

d) All system development, unit testing, system testing and integration 

activities; these include integration necessary for the proposed 

System; 

e) Propose a comprehensive Business Continuity Plan to ensure there is 

no disruption to the business operations in the event of disruptions that 

affect the availability of the proposed System; 

f) Application software maintenance (including security patches) and 

support starting from Service Commencement Date and throughout the 

entire Subscription Period; 

g) Provide comprehensive Infrastructure Operation management and 

maintenance/support of Cloud Services in the proposed hosting 

environment; 

h) Ensure that system development complies to security standards (e.g., 

ISO/IEC 27017); 

i) Propose and execute a comprehensive training package that minimally 

includes training material and term of reference; and 

j) Subscription Services for Year 1 and Year 2. 

 

Optional Services 

k) Provide service to enhance the proposed System via Service Request 

(SR); 

l) Provide standard SR man-days for future new application integrating 

and the possible options for application integration, preferably through 

Application Program Interface (API);  

m) New enhancement requirements will be prefixed with “[Enhancement]” 

and need to be quoted in the price schedule under optional section; 

and  

n) Optional requirements will be prefixed with “[As an Option]”. 
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1.16 Under this Invitation to Quotes (ITQ), the NKF reserves the right to award by 

part: 

a) Maintenance of VMS or 

b) Re/development, re/design and maintenance of DMS. 

 

1.17 The Contract Period shall be as follows: 

a) Onboarding Period: 

i. Maintenance of VMS: Up to maximum of THREE (03) months; 

ii. Re/development, re/design and maintenance of DMS: Up to 

maximum of SIX (06) months.  

b) Subscription Period: TWO (2) years (including development). 

 

The vendor must review and state their onboarding period, if the vendor’s 

onboarding period exceeds 3 months for VMS and 6 months for DMS. 

 

1.18 The vendor must quote for all items in this procurement. The vendor shall note 

that a partial or incomplete proposal is liable for rejection. 

1.19 The vendor shall include in the document submission a softcopy of their 

proposal in a format that is compatible with Microsoft Word. The softcopy of the 

Price Schedule (NKF_Price Schedule.xlsx) and the Statement of Compliance 

(NKF_Statement of Compliance.xlsx) to Requirement Specifications shall be in 

Microsoft Excel format. 

1.20 The vendor shall indicate the percentage of customisation to the proposed 

System in order to meet all the functional and technical requirements stated in 

the compliance table. Please refer to above clauses 1.5 and 1.6. If additional 

development is required to meet the requirements in this document, the vendor 

shall include the implementation details in the proposal and costing in the Price 

Schedule. 

1.21 After the date of procurement closure, the vendor may be required to conduct 

presentation(s) / demonstration(s) and provide clarification(s) on the proposed 

solutions at no additional cost to NKF. 

 

2 SCOPE OF WORK  

2.1 The Contractor shall carry out requirement gathering, design, deployment, and 

configuration of the Cloud Services in the Contractor’s cloud environment. 

There shall be proper documents on these completed activities.  

 

2.2 The Contractor shall be wholly responsible for the on-time delivery of the 

Services according to the requirement specifications and contractual terms. 
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2.3 The Contractor shall provide an implementation plan, including communication 

plan, to manage the transition to the new System; As the proposed System is 

yet to commence onboarding, this procurement document only provides the 

high-level requirements of the Service, and the Contractor may propose 

enhancements to these requirements as they deem fit based on requirements 

identified during the project kick-off and functional workshops. Detailed 

requirements shall be established and documented by the Contractor during 

requirement study and subjected to the approval of NKF. 

2.4 The Contractor shall manage all matters relating to the configuration and 

operation of the proposed System including setup, integration and data 

migration, training and documentation for the successful implementation and 

maintenance of the Service.  

2.5 The Contractor shall conduct the necessary checks and activities to ensure that 

the product features, performance and security requirements are met prior to 

System Commencement and throughout the Contract. 

2.6 The Contractor shall ensure that personnel deployed have the appropriate 

experience, skills, and knowledge of the proposed System to assist NKF. 

 

3 DATA PROTECTION TRUSTMARK CERTIFICATION  

3.1 The Contractor is encouraged to be certified with the Data Protection Trustmark 

(“DPTM”) to demonstrate that the Contractor’s accountable data protection 

practices are in compliance with the Personal Data Protection Act. 

3.2 If the vendor has DPTM, it shall submit evidence of such certification at the time 

of the document submission. 

3.3 Where the vendor is not able to furnish such evidence at the time of the 

document submission, and is eventually awarded the Contract, the awarded 

vendor is encouraged to obtain the DPTM certification within TWELVE (12) 

months from the Letter of Acceptance. 
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4 FUNCTIONAL REQUIREMENTS  

4.1 General Requirement 

4.1.1 The vendor should preferably have obtained the certifications listed below or 

follow compliance guidelines. Please provide supporting documentation, 

including references to projects, as evidence. 

i. ISO/IEC 27001 – Information Security Management System (ISMS): 

Ensures secure handling of sensitive payment data and protection 

against cyber threats. 

ii. ISO/IEC 27701 – Privacy Information Management System (PIMS): 

Extends ISO 27001 for managing personal data in compliance with 

privacy regulations like GDPR. 

iii. ISO/IEC 27017 – Cloud Security: Important if the e-payment system is 

cloud-based. 

iv. ISO/IEC 27018 – Protection of Personally Identifiable Information (PII): 

Relevant for handling customer data. 

4.2 Donor Management - General Requirement 

4.2.1 Vendor shall preferable be PCI DSS (Payment Card Industry Data Security 

Standard) certified or follow compliance guidelines. Please provide supporting 

documentation, including references to projects, as evidence. 

4.2.2 The proposed DMS shall allow authorised users to carry out a range of 

functionalities: Donor Information Management (section 4.2.4) and Donation 

Information Management (section 4.2.5), aimed at optimising how nonprofit 

organisation manage, interact with, and retain their donors, as well as data 

management to donation tracking including integration with payment service 

providers and finance system. 

4.2.3 Table 1 lists the user groups/roles that will use the DMS. The system shall allow 

authorised users to set up and configure (at least) the following user roles or 

privileges. 

S/N User Group/Roles Description  

1. DR Manager DR Manager person can manage Contact/Donor, 

Communication, Donation and Operational Donor 

Reports. 

2. DR Staff DR Staff has limited view access to Contact/Donor, 

Communication, Donation, and run Operational Donor 

Reports 

3. DR Approver DR Senior Manager and above person who can 

approve certain exceptional transactions, such as 
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change of donation amount and void donation, but 

cannot access to DMS objects. 

4. Finance Finance staff has limited view access to Contact/Donor 

and Donation but has full access to the donation related 

process with NKF bank accounts and integration into 

NIMS Finance Oracle. Finance staff also can access 

Finance Operational Reports. 

Additional privileges are required to perform IRAS 

submission. 

5. Finance Approver Finance Manager and above person who can approve 

certain exceptional finance transactions such as change 

of donation amount and void donation but cannot 

access to DMS objects.  

6. Administrative This group contains IT and Vendor admin users who 

have administrative rights to manage security privileges, 

manage users / groups / role. 

 

4.2.4 Donor Information Management 

Donor Profiles 

4.2.4.1 The DMS shall support two (2) donor types: (1) individual and (2) organisation. 

The donor's unique key is either a) NRIC, b) UEN, c) Email Address or d) Phone 

Number. 

4.2.4.2 Within Donor type (1) individual, the DMS can identify whether this donor have 

Staff LD2 (refer to clause 4.2.5.31) or not, based on Distribution Code3 or 

Batch/Pay Type4.  

4.2.4.3 The DMS will enable authorised users to create, update, deactivate, and delete 

donor profiles. In cases where a donor profile linked to one or more donors 

needs to be deleted, the DMS will allow authorised users to merge the affected 

donors to a new or existing donor profile. 

4.2.4.4 The DMS shall capture all donor profile change log (create, update, delete or 

access/view) as well as communication history (refer to clause 4.2.4.35) for 

audit trail. 

4.2.4.5 The DMS shall enable authorised users search for and mark duplicate donors 

for merging. It shall provide a web display to compare before and after changes, 

 
2 Staff LD - LifeDrops (LD) is an NKF staff donation program where contributions are directly 
deducted from their salaries. 
3 Distribution Code – Combination of 4 codes: GL Code, Cost Center Code, Project Code, and Fund 
Code to identify donations. Refer to clause 4.2.5.92.3. 
4 Batch/Pay Type – Identification of batch/pay type: Cash, Cheque, Credit Card, STAFFLD. 
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aiding in decision-making. Refer to Donor Profile Unique Identifier or clauses 

4.2.4.15/16/17 on the criteria to identify the duplication of record. 

4.2.4.6 Authorised users shall be allowed to search donor(s) using one or more donor 

profiles' fields. 

4.2.4.7 Each donor profile shall include fields for name, contact information, donation 

history, and engagement preferences. 

4.2.4.8 The DMS shall support custom fields to capture additional donor-specific 

information as needed. 

4.2.4.9 The DMS allows anonymous donors to only capture anonymous donation 

amount and date time (refer to clause 4.2.5.52/53). 

Donor Particulars 

4.2.4.10 Donor particulars shall include: 

a) Donor type (individual or organisation) 

b) ID [unique id, NRIC/FIN, UEN or OTHER] 

c) Personal Information [Surname/Family Name, First/Given Name, Middle 

Name, Other Name, Display Name, Date of Birth, Martial Status, Race, 

Religion] 

d) Preferred Communication/Contact Method [Mail or Email] 

e) Contact details  

i. Individual 

1) email id 

2) contact information (mobile phone, office contact, home address 

{block, street, unit, building, postal code}, office address {block, 

street, unit, building, postal code}). 

ii. Organisation 

1) email id 

2) office address {block, street, unit, building, postal code} 

3) point of contact information (name, office contact, email, 

designation, department). 

 

4.2.4.11 Enable automatic retrieval of address information using postal codes from the 

SingPost Postal Code dataset (STDN). The STDN is updated quarterly per year. 

In order to achieve this functionality, then DMS has following features: 

1) Admin users must be able to upload a new or updated STDN via a CSV or 

Excel file from the DMS admin panel. 
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2) The DMS must maintain a version history of postal code imports, with 

timestamps, import user, and number of records added/updated. 

3) Upon entering a valid postal code, the corresponding local block, street 

name should be automatically filled in, if available. 

4) The DMS must validate postal codes against a master list during address 

entry. 

5) Invalid postal codes should trigger an error message, but it does not prevent 

form submission. 

4.2.4.12 If the Donor chooses Tax-Deduction option at Donation Portal, then the DMS 

shall auto validate the donor ID (unique id, NRIC/FIN or UEN and excluding 

OTHER type) and disallow the saving of the donor records. The DMS shall 

display a friendly message if the donor ID is not valid. 

4.2.4.13 At Donation Portal (refer to clause 4.2.5.1), the DMS shall also prompt donor 

for consent before saving the records. The system shall allow authorised users 

to configure the message such as "I give my consent to NKF to update me on 

its fundraising and education & education programmes.". 

4.2.4.14 Refer to Appendix A.8 for Donor Particulars screenshots. 

 

Donor Profile Unique Identifier 

4.2.4.15 The DMS captures donor particulars from the Donation Portal (refer to clause 

4.2.5.1) or via Manual Donor Creation by authorised user at the DMS. 

4.2.4.16 The Donor creation will reference to the Donor Profile Unique Identifier with 

minimum combination of following fields depend on the donor preference 

contact: 

a) Individual (list as priority order) 

i. Given Name + Surname + NRIC 

ii. Given Name + Surname + Email 

iii. Given Name + Surname + Contact 

b) Organisation  

i. Organisation Name + UEN 

 

4.2.4.17 The DMS shall check new Donor creation with existing donors to avoid duplicate 

records. 

 

Donor Category 
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4.2.4.18 The DMS shall support the following categorisation of donors: 

a) New Donor - New donor who has no existing donation records. If donors 

make a second donation, the system will still show New Donor in the 

current FY5. 

b) Lapsed Donor - Donor who has not donated in previous FY and more. 

c) Re-engaged Donor - Lapsed donor but made a new donation in this 

current FY. 

d) Active Donor - Donor who has made at least 1 donation in each of the 

previous FY or current FY. 

4.2.4.19 The DMS shall preferably allow authorised users to define new categories and 

manage existing categories. 

4.2.4.20 The DMS shall allow search and filter of donors, display a summary of 

categorisation of donors, and extract as a CSV (commas delimited file format) 

report listing containing a summary and donor listing for each donor category. 

4.2.4.21 Refer to Appendix D.3 for Donor Category table. 

 

Search and Filter 

4.2.4.22 The DMS shall provide search functionality to locate donor profiles by name, 

contact details, or custom fields such as cheque number, debtor reference 

number, credit card, email, account number, and so forth. 

4.2.4.23 The DMS shall support filtering donor lists based on donation frequency, 

amount ranges, and other relevant criteria. 

4.2.4.24 The DMS shall allow tagging of donors (from the search result) to park under a 

temporary donor users group. Authorised users are allowed to use the 

temporary donor users group to manage notification. 

 

Donor Communications 

4.2.4.25 The DMS shall allow donor to specify his/her choice of communication that 

he/she wishes to receive from NKF marketing and communication team. 

4.2.4.26 The donor communication contains language preferences and communication 

channels (i.e.: email, phone, mail, or other channels). 

 
5 NKF FY is from 01 July (Y) to 31 June (Y+1). 
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Exclusion Codes 

4.2.4.27 The Exclusion codes refer to donor’s choice of communication that the donor 

wishes to receive any communication matters from NKF marketing and 

communication team. 

4.2.4.28 The Exclusion codes also refer to donor's specific classifications based on the 

DR needs. For example: List Code "X23" for donors who only want to subscribe 

to NKF Donor Electronic Direct Mail (eDM) updates, but they do not actively 

make donations, List Code "Y02" for donors who are from Community 

organizations, and so forth. 

4.2.4.29 This Exclusion Code list works in unison with the email template creation for 

eDM, mass email blast and physical letters. Reports, and so forth. The DR users 

manually key in Exclusion Code at the Donor profile. The eDM unsubscribe 

function determines Exclusion Code as well. 

4.2.4.30 Refer to Appendix D.4 for Exclusion Code. 

 

Donor Volunteer Synchronization 

4.2.4.31 One person can be both Donor and Volunteer. It means the person will have 

same identifier for being Donor and Volunteer. The matching identifier will be 

combination fields: display name + full address or display name + email (refer 

to clause 4.2.4.15 – Donor Unique Identifier) matching with Volunteer. 

4.2.4.32 It recommends semi-automation synchronization process between Donor 

Contact object and Volunteer Contact object whenever there are changes from 

DMS or VMS. 

4.2.4.33 It keeps separate Contact object and let user decide. E.g. DR staff can see 

contact of same donor contact from VMS and then sync-up accordingly 

(manually or via a single button), VM staff can be notified that there is changed 

contact at DMS, then apply changes if necessary, using a single button 

manually. Alternatively, batch job to be run as scheduled to sync up the data 

between VMS and DMS. 

 

Communication History 

4.2.4.34 For any notification (mail or email) to donor, it shall validate against the donor 

communication preferences before sending out the communication to the donor. 

E.g. If the donor specify that he/she does not wishes to receive any 

communication (mail or email), the system shall not send any communication to 

donor (and it also apply to generating data file for offline communication). 
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4.2.4.35 The DMS shall allow authorised users to search the communication history 

based on date/time range, and other information such as medium or one/more 

fields of the donor profile. 

 

Auto updates unsubscribe email 

4.2.4.36 The DMS shall allow donors to subscribe or unsubscribe from donor 

communication mailing list via eDM itself or Donor Self-Help portal. 

4.2.4.37 The DMS shall automatically update the preferred communication/contact 

method (i.e., subscribe mailing list recipients) of the donor, including update or 

remove donor's exclusion codes. 

 

Birthday Greetings 

4.2.4.38 The DMS automatically sends birthday emails without user intervention daily for 

those donors whose birthday fall on the current date. 

4.2.4.39 Able to view the percentage of the email being open and responded. This 

feature is optional feature. 

4.2.4.40 The DMS can run report to summarise the sent birthday emails with selected 

period dates, please refer to Donation Relations Reports - Birthday Report 

(clause 4.2.5.107 sub-point 3). 

 

 

Batch Letters 

4.2.4.41 There are 5 batch letters: 

a) LT-01 = Acknowledgement of Enrolment for LD6 without receipt. 

b) NKF-518 = Acknowledgement OTD7 with receipt → only follow CEO 

signature logic. 

c) LT-05 = Acknowledgement Termination letter. 

d) NKF-503 = Credit Card about to expire. 

 
6 [LD/RD] LifeDrops is a source of donation where donors give conveniently through automatic 
monthly or yearly deductions. LifeDrops (LD) is also known as Recurring Donation (RD). 
7 OTD – A One-Time Donation is a single, non-recurring financial contribution made by an individual 
or organisation to NKF, without any commitment to provide ongoing or repeated support. 
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e) NKF-514 = Upgrade / Downgrade LD6. 

 

4.2.4.42 The DMS will have input parameters such as date period, communication 

language, communication channel. 

4.2.4.43 The DMS should allow authorised users to customise the batch letter content 

templates (like email editor function). 

4.2.4.44 The DMS will have an option to email batch letters or print physical letters in 

based on the donor communication preferences (Exclusion Code) refer to 

clause 4.2.4.27 to 4.2.4.30). 

4.2.4.45 The batch letters will be in multiple languages formats based on the donor 

language preferences. 

4.2.4.46 The authorized Donor Relations users generates the batch letter LT-01 and 

NKF-518 based on successful donations, then the users send the letters 

electronically (email) or physically to respective donor. 

4.2.4.47 Refer to Appendix D.5 for Batch Letters (Format and Sample). It contains 

sample letters, and it need to be reviewed with the system before UAT and go-

live. Revise staff names and designations as needed. 

 

 

Annual Donor Statement 

4.2.4.48 The statement informs donors annually for their total donations within calendar 

year period via email or physical letters depend on donor communication 

preferences. 

4.2.4.49 The process does segmentation of donation based on previous year donation, 

then it will create excel files based on the segmentations. 

4.2.4.50 The segmentation UI should allow authorised users to key in exclusion codes, 

thus the segmentation process will look up the exclusion codes to be involved 

at the segmentation process. 

4.2.4.51 The excel files mail-merge with the annual donor statement templates to 

produce the Annual Donor Statements at either email or physical formats. 

4.2.4.52 The system allows the email or physical statement templates customization. 

4.2.4.53 This module relates to clause 4.2.5.63 – Annual Receipting LD. 

4.2.4.54 Refer to Appendix B.1 for Annual Receipting LD6 and Annual Donor 

Statement workflow. 
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4.2.4.55 Refer to Appendix D.10 for Tax Receipting Matrix / Donation Segmentation 

Matrix. 

 

eBlast Donor 

4.2.4.56 Mass Email Distribution - The system shall support mass email distribution 

(eBlast) for marketing campaigns and donation drives targeted at donor users. 

4.2.4.57 Audience List Configuration - The eBlast module shall allow users to configure 

audience lists using multiple filtering criteria, including exclusion codes, list 

codes, donation dates, donation amounts, and other relevant attributes. 

4.2.4.58 Duplicate Record Handling - The audience list function shall include the ability 

to detect and remove duplicate donor records to ensure each recipient receives 

only one email. 

4.2.4.59 Audience List Export - The system shall provide functionality to export the 

finalised audience list for record-keeping or external processing purposes. 

4.2.4.60 Email Content Setup - Users shall be able to configure the email by specifying 

the sender's email address, sender name, subject line, and message content. 

The module shall support both HTML and plain text formats and include a built-

in email editor (WYSIWYG - What You See Is What You Get) for content 

creation. 

4.2.4.61 Pre-Send Verification - Before initiating the actual eBlast, the system shall 

include a verification step to prevent unintended email sends. 

4.2.4.62 Sample Email Testing - As part of verification, the system shall allow sending a 

test email to a predefined verifier group to review formatting and content 

accuracy. 

4.2.4.63 Email Dispatch Options - The system shall provide flexible options for email 

dispatch, including: 

i. Sending to all recipients in a single batch.  

ii. Sending in smaller batches with configurable delay intervals and pause 

durations (e.g., introduce a sleep period after sending a specified 

number of emails). 

This ensures controlled load handling and compliance with sending best 

practices, including preventing the email server from treating these email 

dispatch as SPAM. 
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4.2.4.64 Donor Engagement Tracking - The eBlast module shall track donor engagement 

activities such as event attendance and email open rates8. This data will 

contribute to the donor’s communication history and support strategic planning 

for future outreach. 

4.2.4.65 Refer to Appendix A.7 for eBlast Donor screenshot. 

 

Donor Self-Help Portal 

4.2.4.66 Donors who make their donations as RD/LD6 for first time and their 

communication preference is email, DMS will trigger notification Donor Self-

Help Logon emails to the donors within 2 weeks upon the first successful 

LD/RD.  

4.2.4.67 Login and Security 

4.2.4.67.1 The portal shall have a secure login page accessible via HTTPS at the following 

URL: https://friends.nkfs.org/Portal/self-help/index.html 

4.2.4.67.2 For first-time login, donors will enter their email address as the username along 

with the provided password. 

4.2.4.67.3 Upon successful credential validation, the system shall initiate a one-time 

password (OTP) verification via SMS. The OTP shall be valid for 3 minutes 

(default setup which can be configured). Refer to Section 4.5.2 for common 

integration with authorised SMS Gateway.  

4.2.4.67.4 After donor first login, will be prompted to change password. Password should 

be at least 12 characters and must contain a mixture of letters, numbers and at 

least 1 special character. It enforces to remember minimum last 3 passwords 

for the password history. 

4.2.4.67.5 A “Remember Me” checkbox shall be provided on the login screen. If selected, 

the system will save the donor’s login credentials for future sessions (subject to 

browser security). 

4.2.4.67.6 A "Forgot Password" option shall be available to allow donors to reset their 

password securely. 

4.2.4.67.7 Donors shall be able to view and update their personal profile information, 

including Mailing address, Email address and Contact number 

4.2.4.67.8 Refer to Appendix A.1 for Login screenshot. 

4.2.4.67.9 [Enhancement] NKF is considering SingPass Login and MyInfo integration for 

DMS, which currently uses SMS (2FA) for login. The vendor should provide 

 
8 Email open rate is a key metric in email marketing that indicates the percentage of recipients who 
opened a specific email. 

https://friends.nkfs.org/Portal/self-help/index.html
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project details, including the effort (for NKF to consider) to implement SingPass 

and MyInfo, and transaction statistics for up to two (2) project references (if 

applicable). 

4.2.4.67.10 [Enhancement] The DMS shall provide donors with the option to log in via 

SingPass for secure donation record access and tax deduction auto-filing. 

4.2.4.67.11 [Enhancement] The DMS shall use MyInfo data to auto-populate donor details 

for receipt generation and IRAS submissions. 

4.2.4.67.12 [Enhancement] The DMS shall validate NRIC/UIN retrieved via MyInfo to 

ensure uniqueness in donor profiles. 

4.2.4.67.13 [Enhancement] The vendor is required to propose a migration strategy for DMS 

from the current login mechanism to SingPass and MyInfo integration. 

 

4.2.4.68 Donation History (Donor Self-Help Portal) 

4.2.4.68.1 Donors shall be able to view a summary of their donation history, including: 

i. Number of donations; 

ii. Donation year(s) and 

iii. Total donation amount per year. 

4.2.4.68.2 The latest year’s donation summary shall be prominently displayed with a label 

such as "Donated: $XX.XX". 

4.2.4.68.3 All donation history data shall be retrieved from the DMS backend and must 

reflect only published records. 

4.2.4.68.4 The Donor Self-Help portal will display all the published donations history 

retrieved from DMS backend. 

4.2.4.68.5 Donors can request access to older donation records by submitting a request 

via the Contact Us form provided in the portal. 

4.2.4.68.6 Refer to Appendix A.1 for Donation History screenshot. 

 

4.2.4.69 Volunteer Info 

4.2.4.69.1 Donor allows to sign up as a volunteer for certain programs/events. Donor can 

sign up for volunteer by clicking hyperlink. 

4.2.4.69.2 Refer to Appendix A.1 for Volunteer Info screenshot. 
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4.2.4.70 Friends of NKF 

4.2.4.70.1 A reward programme exclusive to NKF donors, offering discounts and benefits 

provided by various partners. 

4.2.4.70.2 Donor can view retail merchandise, Food & Beverages and lifestyle services of 

NKF partners at discount prices. List of participating partners can be accessed 

by clicking on the hyperlink. 

4.2.4.70.3 A reward programme exclusive to NKF donors, offering discounts and benefits 

provided by various partners. Below are the required features: 

1) Retrieval of e-card to view from hyperlink. 

2) Listing of merchants. 

3) Follow us on Facebook, Instagram and YouTube. 

4) Special highlight/ pop-up segment to showcase any special discount 

or vouchers. 

5) Allow donor to become Life Drop donor from hyperlink. 

6) Contact information to become NKF partner. 

7) Chatbot function. 

4.2.4.70.4 The reward programme information will link to the NKF corporate website link: 

https://nkfs.org/support-us/donation-programmes/friends-of-nkf/ 

4.2.4.70.5 Donor who signs up for Recurring Donation or LifeDrops entitled to be Friends 

of NKF programme. 

4.2.4.70.6 For donors who sign up for recurring donations with a unique email and contact 

number, ensure that access is granted after one successful deduction (this is 

same to clause 4.2.4.66). When the donation is cancelled, this function will 

revoke access. 

4.2.4.70.7 Refer to Appendix A.1 for Friends of NKF screenshot. 

 

4.2.4.71 Profile 

4.2.4.71.1 Donor can view and edit profile information.  

4.2.4.71.2 Donor particulars information shall include Name, Birthday, Address Mobile, 

Email, Account, UserID and Communication channels are display and are 

editable. 

4.2.4.71.3 Total Donation amount of the latest year to be displayed. Donated Amount: 

$XX.XX 

4.2.4.71.4 Refer to Appendix A.1 for Profile screenshot. 
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4.2.4.72 Contact Us 

4.2.4.72.1 Donor can feedback relating to Donors matters via email. Feedback Title to be 

filled and a text box to input the Feedback. 

4.2.4.72.2 Click on Send Button to send Feedback and Clear button to clear Title and text 

box content. 

4.2.4.72.3 Total Donation amount of the latest year to be displayed. Donated Amount: 

$XX.XX 

4.2.4.72.4 Refer to Appendix A.1 for Contact Us screenshot. 

 

4.2.5 Donation Information Management 

Donation Portal 

4.2.5.1 It is a public online form to allow potential donors to key in and submit their 

donations. 

4.2.5.2 The donation portal has selection donation types: one-time or recurring 

donation. 

4.2.5.3 To have 3 donor types – Individual, Organization, Anonymous. 

4.2.5.4 Interface with payment gateway: Red Dot Payment for credit cards, SGQR 

(PayNow, PayLah) transactions. 

4.2.5.5 Except for Anonymous donor type, this portal has mandatory fields as follow: 

1) Name. 

2) NRIC for Individual or UEN for Organization → only for tax-deductible. 

3) Address or Email → depends on donor preference contact. 

4.2.5.6 These mandatory fields relate to Donor Profile Unique Identifier (clause 4.2.4.15). 

4.2.5.7 If the donor is new, a new donor record should be created. If the donor is existing 

based on the Donor Profile Unique Identifier, the information should be linked to 

the correct donor record. 

4.2.5.8 Donation Portal can link to certain Distribution Code (clause 4.2.5.43 – 

Programme/Events) using a unique donation portal URL. 

4.2.5.9 Donation Portal has a dynamic top banner that allow users to manage it based 

on its Distribution Code. 
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4.2.5.10 In a certain circumstance, the system also allows authorised users to customise 

the Donation Portal fields (show or hide). 

4.2.5.11 Donation Portal has multiple currencies of payment option for global donors. 

4.2.5.12 Donation Portal has a donation summary to be shown at bottom of the page prior 

to redirect to the payment page.  

4.2.5.13 Donation Portal has a Thank You page shown, upon the donor successfully made 

his/her donation payment. Authorised users can customise the Thank You page 

content, therefore the DMS has a Thank You page advanced editor function. 

4.2.5.14 The system can generate a unique QR Code links to a particular Donation Portal. 

4.2.5.15 QR code automatically updated for each unique donor or event; donors can scan 

this code and access payment options. 

4.2.5.16 Refer to Appendix A.6 for Donation Portal screenshot. 

 

Online Donation Process 

4.2.5.17 The backend DMS works in collaboration with Donation Portal. 

4.2.5.18 The backend DMS will automatically create batches based on received date. 

Please refer to Donation Batches (clause 4.2.5.55). 

4.2.5.19 The donations collected from Donation Portal are transferred to DMS backend 

system via the middleware API function. 

4.2.5.20 Refer to Appendix C.1 for Online Donation Process flowchart. 

 

One-Time Donation 

4.2.5.21 As explained by its name, this donation type is one-time. Therefore, it allows to 

have Anonymous donor type, besides other donor types. 

4.2.5.22 One-Time Donation has fields: amount, payment mode, Batch Creation, Date 

received, distribution code, tax receipt, print receipt option, remarks, receipt 

name. 

4.2.5.23 The One-Time Donation source types: 

1) SGQR (PayNow/PayLah)      

2) Credit Card. 
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Recurring Donation (LifeDrops (LD6) Programme) 

4.2.5.24 This is a Recurring Donation (RD) or LifeDrops (LD6) whereby donor commits to 

making the monthly / annually donation of certain amount. 

4.2.5.25 The Recurring Donation source types: 

1) Giro       

2) Credit Card     

3) Payroll for Staff (refer to clause 4.2.5.31 – Staff LD). 

 

4.2.5.26 The Recurring Donation has highlighted fields namely: distribution code, debtor 

reference, next pay date, end date, Monthly or yearly, bank account, credit card, 

expiry date, bank branch number, account number, account name, prefer date 

(or fix) only one date. 

4.2.5.27 Recurring Donation has Change Log Codes as follows: 

1) AE = Account Enrolment. 

2) AH = Account Hold. 

3) AU = Account Upgrade. 

4) AR = Account Reduce. 

5) AT = Account Termination → should have a reason to tag. 

6) TT = Giro Activation 

7) TU = Upgrade Activation 

8) XT = Reject from Bank - Enrolment 

9) XU = Reject from Bank - Upgrade 

10) AY = Change of LD End Date 

11) CD = Change of next pay date 

12) BA = Change of Account name 

 

4.2.5.28 These LD6 Change Log Code will be used at Batch Letters (clause 4.2.4.42) and 

Staff LD6 (clause 4.2.5.31). 

4.2.5.29 Authorised user can void RD/LD6 subject to approval with reason. 

4.2.5.30 Authorised user can void RD/LD6’s Change Logs with reason. The voided 

Change Log status will be put prefix DEL_, i.e.: DEL_AU; and other related status 

will be rolled back to the previous related status before the voided Change Logs 

created. 

4.2.5.31 Refer to Appendix D.15 for LD6 Change Log Codes scenarios.  
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Staff LD 

4.2.5.32 It is a LifeDrops program for NKF staff and donation amount is deducted from the 

staff’s salary. 

4.2.5.33 Current Process for HR, DR and Finance users to communicate on staff recurring 

donations is manual (emails, excel worksheets). 

4.2.5.34 For leaving/resigned staff, authorized users will terminate the Staff LD, however 

the staff donor information will remain at DMS. 

4.2.5.35 The DMS will streamline the Staff LD creation, update, on-hold, and terminate 

process, please refer to the flowchart and sample file reference. 

4.2.5.36 Refer to Appendix C.2 for Staff LD flowchart. 

4.2.5.37 Refer to Appendix D.13 for Staff LD files. 

 

Appeals/Project Code 

4.2.5.38 The DMS supports an Appeals creation and management with a Project Code, 

allowing users to set goals, track progress, and manage related donor 

communications. 

4.2.5.39 Donor Relations user creates Project Codes for fundraising Programme/Event. 

Programme/Event will be discussed at next section. 

4.2.5.40 Project Code is unique in the system. 

4.2.5.41 Each donation is paired with a project code, so that users can identify the 

donation's source. 

4.2.5.42 One Project Code can have multiple Programmes/Events depends on the 

donation type (OTD7/LD6) or donation purpose. 

4.2.5.43 Refer to Appendix A.9 for Appeals/Project Code screenshot. 

 

Programme/Events 

4.2.5.44 Programme is subset of the Project Code. 

4.2.5.45 Each programme links to one Distribution Code that can generate a unique 

donation portal URL. 

4.2.5.46 The system has 3 types of Programmes: 

1) Fundraising - for DMS 
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2) Programmes - for VMS 

3) Training - for VMS 

4.2.5.47 The unique donation portal URL will also have an auto-generate QR Code. 

4.2.5.48 Refer to Appendix A.10 for Programme/Events Fundraising screenshot. 

 

Gift-In-Kind 

4.2.5.49 It is non-cash donation (Batch Creation, Date received, distribution code, 

remarks, market value, pay type). In-kind donation is usually non-tax deductible. 

4.2.5.50 The DMS keeps the in-kind donations only for recording purpose. 

4.2.5.51 In-kind donation status always shows "Pending". 

4.2.5.52 Refer to Appendix A.13 for In-Kind Donation screenshot. 

 

Anonymous Donation 

4.2.5.53 It is anonymous donation. The anonymous donation has fields: Batch Creation, 

Date received, distribution code, print receipt option, remarks. 

4.2.5.54 The anonymous donation will be saved under an individual anonymous ID 

contact. 

 

Donation Status 

4.2.5.55 The donation status we had in the DMS briefly enlist below: 

1) Incomplete - default for online donation (When donation is initially 

created and before RDP response). 

2) Cleared Pending- after RDP response received for online donation, 

default status for csv upload & batch manual creation entry. 

3) Reconciled - after Finance confirmed money is in NKF bank account. 

4) Exported - exported to Finance system using the file generation 

function. 

5) CC Declined - for failed credit card donation. 

6) Rejected - for failed Giro, PayNow & credit card donation. 

7) Scheduled - for all recurring donations. 

8) Terminated - for terminated recurring donation. 

9) On hold - for hold recurring donation. 
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10) Cancelled - for cancel OTD7 & recurring donation. 

11) Voided - for refund donation (only finance user has permission to 

change this status). 

12) Convert to OTD7 – when recurring donation convert to OTD7. 

 

4.2.5.56 Refer to Appendix D.15 for Donation and Batch Status table. 

 

Donation Batch 

4.2.5.57 Every donation record will be tagged to a batch record automatically based on 

donation attributes, except when Donation Status is Incomplete, Pending & 

Scheduled. 

4.2.5.58 The batch number will be created according to naming rule: 

FrequencyType (1 char)PaymentMethod(2 chars)Channel(2 chars)-Date(yymmdd)-SerialNumber(01,02,..) 

4.2.5.59 Online Credit Card Donations will have additional batch code to identify its 

donation amount Low or High with this following condition: Less than $1K (Low) 

and above $1K (High). The Batch number naming becomes: 

FrequencyType (1 char)PaymentMethod(2 chars)Channel(2 chars)Low/High(1 char)-Date(yymmdd)-

SerialNumber(01,02,..) 

4.2.5.60 Manual Credit Card Donations, including uploading donations from other 

channel, does not have this Low or High Batch code. 

4.2.5.61 Receipts from Bank – NKF has 2 bank account number: 

1) Acct 1 – For all one time batches, batchID start with O 

2) Acct 2 – For all recurring batches, batchID start with R 

4.2.5.62 Donation Batch status are briefly enlisted below: 

1) Pending 

2) Reconciled 

3) Cleared 

4) Voided 

4.2.5.63 Refer to Appendix D.1 for Payment Method table. 

4.2.5.64 Refer to Appendix D.2 for Channel of Donation table. 

4.2.5.65 Refer to Appendix D.15 for Donation and Batch Status table. 
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Annual Receipting LD6 

4.2.5.66 This module generates receipt numbers annually for recurring donations (LD6) 

regardless tax-deductible or non-tax-deductible. 

4.2.5.67 The receipt numbers will be used for the LD6 annual tax-deductible (IRAS) 

submission that will be explain later at clause 4.2.5.93 (Integration to IRAS). 

4.2.5.68 This module also relates to some Finance Annual Receipting Reports: RCP-55 

and RCP-56. 

4.2.5.69 The Receipting process will make those LD6 donation records according to a 

certain Section Matrix that is shows at Finance Report RCP-56 as well as Tax 

Receipt Mailing Report. 

4.2.5.70 This module relates to clause 4.2.4.49 (Annual Donor Statement). 

4.2.5.71 Refer to Appendix B.1 for Annual Receipting LD6 and Annual Donor 

Statement workflow. 

 

Donation from Other Channels 

4.2.5.72 Users to extract the donor and donation details (inclusive of Campaign Name) 

from the respective 3rd party donation portals e.g. Giving.sg, etc; onto excel/CSV 

file and provide function for upload to system for users’ review and approve for 

updates in the system. 

4.2.5.73 The extracted donation should include a project code that will be associated with 

a campaign set up in the DMS. 

4.2.5.74 Once the other-channel donations are uploaded in the function system, the 

upload function should have a search function to determine whether the donor is 

new or existing. 

4.2.5.75 Refer to Appendix A.2 for Upload and Import Donation Data screenshot. 

4.2.5.76 Refer to Appendix D.6 for Other Channel Donation File Format reference. 

 

Batch Donation for Manual Donation Form 

4.2.5.77 Donations also can come within hard copy forms from donation programme/ 

campaign/event. 

4.2.5.78 It needs a web form to import the donations by batch to DMS. 

4.2.5.79 The manual RD/LD donation entry to DMS, it will auto create the Recurring 

Donation’s Change Logs (refer to clause 4.2.5.27). 
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4.2.5.80 Refer to Appendix A.3 for Create Batch Donation Data screenshot. 

 

Donation Reconciliation 

4.2.5.81 Finance users use this function when they confirmed that donation money 

received in NKF bank account. 

4.2.5.82 Donation recon will go by batch and there are 2 options that they can go for: 

1) Recon on one specific batch ID. 

2) Recon by multiple batches within the date range selected. 

4.2.5.83 Refer to Appendix A.5 for Donation Reconciliation screenshot. 

 

Donation Changes/Conversion 

4.2.5.84 Authorized users can convert or to make changes at donation fields:  

1) Donation Types (One-Time to Recurring vice versa) 

2) Distribution Code 

3) Convert tax receipt versa 

4) Change name on receipt 

5) Change of donor 

6) Change of remarks 

7) Print receipt flag 

8) Change of amount 

with compulsory change/conversion reason and subject to HOD approval. 

4.2.5.85 The above changes/conversion are applicable regardless the donation types are 

One-Time Donation or Recurring Donation. 

 

Activity Tracking and Reporting 

4.2.5.86 View transaction history - Access the donation history of new donors and 

repeat donors (donations, tax receipts, distribution code, date of donation, batch 

ID, status, remarks, lifetime donation). 

4.2.5.87 Manage recurring donors and gifts - Keep track of recurring donations and reach 

out to lapsed donors. 
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4.2.5.88 Input custom notes - Add payment details from offline transactions, update 

contact information, or add individual notes or tags. 

4.2.5.89 Track payment methods - Monitor giving (such as cash, PayNow, VISA, 

MASTERCARD, AMEX, GooglePay, ApplePay, cheque, in kind, and more) to 

help organise and simplify your reporting. 

 

Fundraising tools 

4.2.5.90 Pre-filled custom forms: Add your pre-filled fundraising form, with custom 

donation amounts, to your emails and internet website. 

4.2.5.91 Donation forms: Create custom donation forms that work well with your donor 

management software. 

4.2.5.92 Payment processing: Allow donors the option to give in multiple different ways, 

like through Google Pay, Apple Pay, and recurring gifts. 

4.2.5.93 Secured online transactions. 

 

Integration 

4.2.5.94 Integration to NIMS HR 

4.2.5.94.1 Currently there is no immediate plan to integrate DMS with NIMS HR (SAP 

SuccessFactors). This will be revisited on next system enhancement phase. 

4.2.5.94.2 Refer to clause 4.2.5.31 for Staff LD for Staff Recurring Donation details. 

 

4.2.5.95 Integration to Red Dot Payment (RDP) 

4.2.5.95.1 RDP (DMS => RDP / SGQR, Visa, Mastercard, AMEX) - to deduct donation 

amount from donor's credit card. 

1) Frequency: 1x Monthly on 12th of the month. An ACK file is returned 

to DMS for processing. 

2) To provide online report of SGQR (Pay Now/DBS PayLah!), Visa, 

MasterCard, AMEX jobs.  

3) To auto notify authorised users on the job error. 

4.2.5.95.2 Refer to RDP Developer website (https://developers.reddotpayment.com/) for 

further integration details. 
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4.2.5.95.3 While the Finance team is processing the Credit Card donations to RDP, 

Finance will do locking any Credit Card donation changes. Any changes on 

the Credit Card donations will be put on hold during the locked Credit Card 

process. The changes will be implemented, once the locked is released by 

Finance team. 

4.2.5.95.4 Refer to Appendix C.3 for RDP – Manual Donation Creation Process with 

Payment Mode Credit Card flowchart. 

 

4.2.5.96 Integration to DBS IDEAL 

4.2.5.96.1 DBS (DMS => DBS / GIRO) - to deduct donation amount from donor's bank 

account for GIRO transactions. 

1) Frequency: 3x monthly on 3rd, 17th, last working day of the month. 

Second and last deductions includes the previous deductions have error. 

An ACK file is returned to DMS for processing. 

2) To provide online report of GIRO jobs.  

3) To auto notify authorised users on the GIRO job error. 

4.2.5.96.2 DBS (DMS => DBS / Visa & Mastercard) - to deduct donation amount from 

donor's credit card. Frequency: Monthly on XX of the months. An ACK file is 

returned to DMS for processing. 

1) To provide online report of Visa & MasterCard jobs.  

2) To auto notify authorised users on the job error. 

4.2.5.96.3 While the Finance team is processing the Giro donations to DBS, Finance will 

do locking any Giro donation changes. Any changes on the Giro donations will 

be put on hold during the locked Giro process. The changes will be 

implemented, once the locked is released. 

4.2.5.96.4 Refer to Appendix D.7 for DBS Interbank GIRO Files reference. 

 

4.2.5.97 Integration to NIMS Finance (Oracle) 

4.2.5.97.1 The monthly process produces a generated flat file contains donation amount 

with Distribution Code and a Batch number that serves as the common key 

between NIMS Finance (Oracle) and DMS. 

4.2.5.97.2 Processing Donations and Receipt Generation by batches.  Each donation is 

tied to the following codes: 
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1) GL Account code (4 digits) – indicates the types of income i.e., Operating 

(outright donation) OR Capital (associated with some fund). 

2) Cost Centre code (4 digits) – department code of Donor Relations 

department. 

3) Project Code (3 alphanumeric) – to identify programme, assigned by 

Finance in Navision. To have more characters in new DMS.  To consider 

having a special series for DMS. 

4) Fund Code – classification of funds. E.g., general / education / children 

etc. 

4.2.5.97.3 All the 4 codes are combined to form the Distribution Code: 

1) {GL Code}-{Cost Centre Code}-{Project Code}-{Fund Code} 

2) Example: 5111-2110-M8X-00 

4.2.5.97.4 The system allows finance team to download the generated flat file into their 

computer. It automatically uploads the generated flat file into our SFTP server 

with following path: 

1) Testing: S:\SFTP\ORACLE_Integration\SIT\DMS\GL_IN_501 

2) Production: S:\SFTP\ORACLE_Integration\PROD\DMS\GL_IN_501 

4.2.5.97.5 In addition, there are 2 donation criteria that need to further process: 

1) Donation Sales: “GL Code” is 411103 that is Sales Donation transaction. 

2) Fund Code: Transaction records’ Fund Code other than 3101 (General 

Fund). 

4.2.5.97.6 Sales Donations Oracle File Generation Function 

4.2.5.97.6.1 The purpose of this function is to identify each Sales Donation record, then 

split it into the following lines: 

1) GL Line (Base Amount) 

2) GST Line (GST Amount) 

4.2.5.97.6.2 The process workflow is as follow: 

1) Below is a simple illustration of original transaction from DMS. 
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2) Identify column C or “GL Code” is 411103 that is Sales Donation 

transaction. 

3) It needs to split this Sales Donation transaction line into Base Amount 

and GST Amount. 

4) Based on current GST 8%, then change the Base Amount line column 

F value with calculation formula equals the original amount divided by 

1.08 times: -40 / 1.08 = -37.04. The Base Amount calculation result will 

be rounded to nearest 2 decimal places. The GST rate will subject to 

change 9% in the year 2024 and this workflow should adjust to the 

prevailing GST rate. 

5) Create a new GST Amount line with all column values are same as the 

Base Amount line, except: 

i. Column C or “GL Code” is 211105 

ii. Column F value with calculation formula equals the original 

amount minus the Base Amount value at point 2.d: -40 - -37.04 = -

2.96. 

 

6) Following is the result illustration of splitting up Sales Donation 

transaction sample: 

 

7) Below is another simple illustration of Sales Donation transactions for 

further understanding. 

 

 

4.2.5.97.6.3 Additional requirements: 

1) Finance users can download the generated flat file into their computer. 
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2) DMS site automatically uploads the generated flat file into our SFTP 

server: 

i. Testing: S:\SFTP\ORACLE_Integration\SIT\DMS\GL_IN_501 

ii. Production: S:\SFTP\ORACLE_Integration\PROD\DMS\GL_IN_501 

3) Finance users check the Oracle sandbox and confirm the entry is 

correct. 

4) Volume testing will be conducted to generate the Sales Donation records 

for January 2024 up to <testing month>. 

i. Additional data migration for sales donations for January 2024 up to 

<testing month> is required for this testing purpose. 

 

4.2.5.97.7 Fund Code Oracle File Generation Function 

4.2.5.97.7.1 The purpose of this function is to identify transaction records’ Fund Code other 

than 3101 (General Fund), then these non-3101 records need to have its own 

Bank Line, and their original Bank Lines will be recalculated after the non-3101 

records are moved out. 

4.2.5.97.7.2 The process workflow is as follow: 

1) Below is a simple illustration of original transaction from DEMS system. 

 

2) To identify the GL Lines with Fund Code (column I) other than 3101 

and its corresponding Bank Line under same Batch No. In the above 

example, it is 3204 (excel row 7). 

3) It needs to have its own Bank Line and be moved out from its original 

Batch Lines. 

4) Create a new Bank Line with all same column values from its original 

Bank Line (excel row 5), except for column F equals non-3101 record 

amount (in this case is 15) and column I or “Fund Code” is 3204. 

5) Recalculate the original Bank Line (excel row 5) column F minus the 

non-3101 record amount (35 – 15 = 20). 

6) Following is the result illustration of splitting up non-3101 Fund Code 

transaction sample: 
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7) Below is a simple illustration of non-3101 Fund Code transactions for 

further understanding. 

 

 

4.2.5.97.7.3 Additional requirements: 

1) Finance users can download the generated flat file into their computer. 

2) DMS site automatically uploads the generated flat file into our SFTP 

server: 

i. Testing: S:\SFTP\ORACLE_Integration\SIT\DMS\GL_IN_501 

ii. Production: 

S:\SFTP\ORACLE_Integration\PROD\DMS\GL_IN_501 

3) Finance users check the Oracle sandbox and confirm the entry is 

correct. 

4) Volume testing will be conducted to generate the non-3101 Fund Code 

records for January 2024 up to <testing month>. 

i. Additional data migration for sales donations for January 2024 up to 

<testing month> is required for this testing purpose. 
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4.2.5.97.8 Refer to Appendix D.8 for Oracle Mapping Matrix reference. 

 

4.2.5.98 Integration to IRAS 

4.2.5.98.1 This annual IRAS Submission for all tax-deductible donations process 

happens in January of each year for previous calendar year period. 

4.2.5.98.2 There is a receipt-number generation process for 12-month consolidated 

Recurring Donation (LifeDrops/LD6) prior to the IRAS Submission process, 

because the generated LD6 receipt-numbers are used for IRAS Submission 

process. 

4.2.5.98.3 Batch Processing - The system shall be capable of dividing the total volume 

of transaction records into batches (4,500 by default or adjustable by 

authorised users), in compliance with the IRAS DON API batch size limit. 

Authorised users shall have access to a summary dashboard displaying the 

total number of batches, the number of records in each batch, and the option 

to preview or download each / all batch as a CSV file. 

4.2.5.98.4 The system shall allow users to prioritise the batches to run at intervals of 

minutes (30 mins by default or as defined by authorised users) to comply with 

the IRAS API throttling limits. 

4.2.5.98.5 The system shall support parallel queuing and automatic scheduling of 

subsequent batches to optimise throughput without exceeding rate limits. 

4.2.5.98.6 CorpPass Authentication - The system shall authenticate each API session 

using CorpPass credentials via SingPass login integration. 

4.2.5.98.7 Acknowledgement and Response Handling - The system shall retrieve and 

store the acknowledgment receipt from IRAS for each batch submission. 

4.2.5.98.8 The system shall poll or listen for batch processing results (success or failure) 

from IRAS within the allowed API window. 

4.2.5.98.9 The system shall parse, log, and flag all API response errors and warnings per 

batch, with detailed error messages and failed record identifiers. 

4.2.5.98.10 Error Handling and Recovery - The system shall automatically retry 

submission of failed batches up to three times with an exponential backoff 

strategy. 

4.2.5.98.11 For persistent failures, the system shall isolate failed records for manual 

intervention and allow for partial re-submission. 

4.2.5.98.12 Error logs shall be available in a dashboard/report with filters by batch ID, error 

code, timestamp, and status. 
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4.2.5.98.13 Upon completion of all batches, the system shall generate a summary report 

indicating the status of each batch (success/failure), timestamp, and total 

processed records. 

4.2.5.98.14 Notifications and Monitoring - The system shall send automated notifications 

for: 

a. Successful completion of each batch; 

b. Batch submission errors; and  

c. Authentication failures. 

 

4.2.5.98.15 A dashboard shall display real-time progress of batch processing, with metrics 

such as: 

a. Batches submitted; 

b. Batches pending; 

c. Batches failed; and  

d. Last processed timestamp. 

 

4.2.5.98.16 The system shall provide a web-based interface for authorised users to: 

a. Viewing batch status and logs; 

b. Re-triggering failed batches. 

 

4.2.5.98.17 Refer to Appendix D.9 for IRAS DON API Specifications reference. 

 

Data Conversion and Migration 

4.2.5.99 The Contractor shall be responsible to map the current data format to the new 

data format and porting of data. The NKF Project Team shall assist the 

Contractor to understand the current data structure for the Contractor to 

perform the mapping. 

4.2.5.100 The Contractor shall provide online facilities for authorised users to perform 

data cleansing and mass update routines to ensure data is consistent. 

4.2.5.101 The Contractor shall perform any data cleansing/mass update routines to 

ensure data is consistent. The users shall assist and verify the correctness of 

data after data migration. 

4.2.5.102 The Contractor shall provide users readable reports detailing the before and 

after data conversion to assist the project team in reviewing the result of the 
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data conversion and migration and highlighting records to be cleansed. It shall 

include but not limited to: 

1) Converted Data Report (successfully converted data); 

2) Exception Report (records that failed validation / converted); and 

3) Statistics for before and after data conversion. 

 

4.2.5.103 The Contractor shall document all data mappings to be vetted by the Project 

team, as well as provide a detailed migration plan for approval by the project 

steering committee. 

 

Data Archival System 

4.2.5.104 The archival system should contain past data from day one of DMS 

established. The past data will be as follow: 

1) Account (Individual and Organization) 

2) Contact 

3) Recurring Donation 

4) Donation (OTD7 and LD6) 

 

4.2.5.105 The past data objects should include their change log records. 

4.2.5.106 DR team needs to have reports that retrieve the archival past data for their 

analysis work. 

4.2.5.107 Refer to Appendix D.14 for Data Retention Table reference. 

 

DMS Reports 

4.2.5.108 The system shall provide pre-defined reports for contributions, donor 

demographics, and engagement metrics, available in multiple formats (PDF, 

Excel). 

4.2.5.109 Authorized users shall have the ability to create custom reports based on 

specific parameters, allowing for flexible analysis of donor data. 

4.2.5.110 Due to some limitation of creating highly customised reports at certain SaaS, 

meanwhile DMS users need customised reports, it can export all DMS 

transactions to an offline DB and then produce reports outside the system. 

4.2.5.111 However, this approach should be streamlined with secured connection 

between the system and the offline DB, so that it can avoid any manual 
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intervention, and authorised users can create or generate customised reports 

whenever needed. 

 

Donor Relations Operational Reports 

4.2.5.112 Donor Relations needs operational reports as follow: 

1) ADH-01- Daily Batch Report By Batch 

2) ADH-04- ADH-09 for after churning out receipt number 

3) Birthday Report 

4) GIRO-01 LifeDrops Transaction List - GIRO and Credit Cards 

5) GIRO-02 Newly or upgrade Monthly Contributions - GIRO 

6) GIRO-07- List of New Transaction - GIRO Approved by bank 

7) GIRO-08 Newly Accepted Monthly Contributions - GIRO breakdown list 

by bank 

8) GIRO-08 Upgraded Old and new amount Breakdown list by bank 

pending 

9) LD-02 (2) - List of Termination - GIRO and Credit Cards 

10) LD-03 List of Revised Donations - GIRO 

11) LD-03 List of Revised Donations - Credit Cards 

12) LD-21 D New Credit Card Donors - AMEX, VISA, MASTER, DINERS 

13) LD-32- LD Rejection List - GIRO 

14) LD-44 Summary of LFD Count for Termination (AT &NT) 

15) LD-46 - One Time Donation List with Status Code 

16) LD-50 - One Time Donation List by Project 

17) NKF-DMS701- Donations Report (very important report)  

18) 7RECP-NT - OTD Non-Tax-Deductible Receipt 

19) OTDRECP-T - OTD7 Tax Deductible Receipt 

20) OTDRECP-T-2 - OTD7 Tax Deductible Receipt for Long Donor Name 

21) NKF_DMS509 – Donor Segments for Communication – Summary 

(period 5 years) 

22)  NKF_DMS510 – Donor Segment selected for communication – Details 

(period 5 years) 

Refer to Appendix D.11 for Donor Relations Reports reference. 
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Finance Reports 

4.2.5.113 Finance team needs various reports at DMS as follow based on report type: 

4.2.5.114 Finance Operational Reports 

1) Donor Preference Report for Giro Submission (1st collection of the 

Month). 

2) LD-12 - Preview Batch Summary Report for Giro and Credit Card 

Submission. 

3) Successful & Rejection Report for Giro and Credit Card Submission. 

4) Full Donation Listing. 

5) LD-31 - Summary of Giro/Credit Card Rejection Code. 

Refer to Appendix D.12 for Finance Reports reference. 

4.2.5.115 Finance Annual Receipting Reports 

1) Annual - RCP-55 - Summary of Posted LD Records by Batch. 

2) Annual - RCP-56 - Summary of LD Records for Receipting. 

3) Annual - RCP-57 - IRAS Recon Report Schedule. 

4) Annual - RCP-57b - Summary of both LD & OTD Receipts (IRAS). 

5) Annual - RCP-57c - Summary of both LD & OTD Receipts (Receipt). 

6) Annual - RCP-58 - Summary of IRAS Submission File Data. 

7) Annual - LD-53 - Receipt Detail Schedule. 

8) Annual NKF_DMS513 - MOH Form 5 Report. 

9) Annual Receipting for LD donors. 

Refer to Appendix D.12 for Finance Reports reference. 

4.2.5.116 Finance Reconciliation Reports 

1) Giro Mid-Month Reconciliation Report. 

2) Giro End Month Reconciliation Report. 

3) Credit Card Mid-Month Reconciliation Report. 

4) Credit Card End Month Reconciliation Report. 

Refer to Appendix D.12 for Finance Reports reference. 

 

4.2.5.116.1 Giro Mid-Month Reconciliation Report 

4.2.5.116.1.1 Purpose: To generate donations records for mid-month submissions to 

different banks for Giro deduction. 
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4.2.5.116.1.2 Description: 

1) Access to this interface will be controlled by the profile setting for finance 

users only. 

2) User goes to the Recurring Batch Summaries tab to access the interface 

shown below: 

 

3) User can select the following: 

a) Collection Type = Mid-month 

b) Payment Method = Giro 

c) Current Month = Jan-Dec 

d) Current Year = from 2024 – 2030 

 

4) When the user clicks start: 

a) System will perform a validation on the chosen month and year - the 

chosen month and year are equal to the current chosen month and 

year. 

b) and will see the numbers displayed below: 
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5) User can click on the individual recurring donation records to check the 
data. 

6) User can verify the records and submit for approval. 

7) Only when this report is approved, then that month’s Giro submission files 

will be created. 

a) This function prevents user from generating the Giro submission file 
without proper verification process – no bypass 

b) System generates the donation records first, then generate the Giro 
submission files 

 

8) Snapshot of the report will be stored in the Reconciliation Report (Recon 

Report) object. 

a) These records are read only records for all profiles. 

b) DR and finance users can see these records. 

c) Object sharing setting is set to public read only. 

 

9) Mid-month (6th to 22nd of every month) Giro report query logic to retrieve 
relevant records from Recurring Donations. 

a) Collection b/f balance is retrieved from Recurring Batch Summary 
successfully submitted in the previous month – Amount and record 
count. 

b) Based on the Next Deduction Date = 6th to 22nd of every month, 
retrieve the following records 

i) Termination 

(1) Less: Amount and record count with RD Status = 
Terminated 

ii) Yearly Amount (this month) 

(1) Add: Amount and record count with Frequency Period = 
Yearly 

iii) Revised Donation 

(1) Add: Amount and record count with Change Status = 
Upgraded AND use the Amount minus Previous Amount 
for summation 

(2) Less: Amount and record count with Change Status = 
Downgraded AND use the Amount minus Previous Amount 
for summation 

iv) New Donor Amount 

(1) Add: Amount and record count with RD Status = Approved 
AND RD Type = New 
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c) Based on the tabulation above system arrive at the Total Active 
Donors 

i) Don’t subtract the downgraded donor from the active donor 
count. 

ii) On Hold Amount 

(1) Less: Amount and record count with RD Status = On Hold 

 

10) System separates DBS Giro from Other banks 

a) Separation logic is using Bank Name in the Recurring Batch 

Summary 

 

11) Once the preparing user has verified the numbers, use can submit for 
approval 

a) System uses the approval process to route to the designated 
approver 

 

12) Once approved, system generates the donation records, and the Giro 
submission files 

 

4.2.5.116.1.3 Assumptions: 

1) There must be a b/f amount for the system to begin calculation. This 

number will be defaulted to 0 if the previous balance is not available. 

2) 1st collection will use the manual method to generate. 

3) User is not allowed to choose those months that have already been 

generated when selecting the month and year. 

 

4.2.5.116.1.4 Additional Requirements: 

1) All numbers tally correctly for the chosen month for UAT. 

2) Users can submit for approval. 

3) Configured Approver can approve. 

4) Giro files are generated once the report gets approved. 

5) Submission to DBS test Giro system is accepted. 

 

4.2.5.116.2 Giro End Month Reconciliation Report 

4.2.5.116.2.1 Purpose: To generate donations records for end-month submissions to 

different banks for Giro deduction. 

4.2.5.116.2.2 Description: 
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1) Access to this interface will be controlled by the profile setting for finance 

users only. 

2) User goes to the Recurring Batch Summaries tab to access the interface 

shown below: 

 

3) User can select the following: 

a) Collection Type = End-month 

b) Payment Method = Giro 

c) Current Month = Jan-Dec 

d) Current Year = from 2024 – 2030 

 

4) When the user clicks start: 

a) System will perform a validation on the chosen month and year - the 

chosen month and year are equal to the current chosen month and 

year. 

b) and will see the numbers displayed below: 
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5) User can verify the records and submit for approval. 

6) Only when this report is approved, then that month’s Giro submission files 

will be created. 

a) This function prevents user from generating the Giro submission file 
without proper verification process – no bypass 

b) System generates the donation records first, then generate the Giro 
submission files 

 

7) Snapshot of the report will be stored in the Reconciliation Report (Recon 

Report) object. 

a) These records are read only records for all profiles. 

b) DR and finance users can see these records. 

c) Object sharing setting is set to public read only. 

 

8) End-month Giro report query logic to retrieve relevant records from 
Recurring Donations. 

a) New Donors for End-Month Collections. 

i) Next Deduction Date => 23rd AND =< End of month 

ii) RD Type = New 

b) Donor Preference Date/Next Deduction Date = 28th of the month 

i) Add: Amount and record count with Preference Date => 23rd AND 
=< End of month 

 

c) Recollection donations 

i) Have one of the following rejection codes: 

(1) 1207: Amount exceeded limit 

(2) 1209: Refer to paying party 

d) Based on the tabulation above system arrive at the Total Amount for 
submission. 

9) System separates DBS Giro from Other banks 

10) Once the preparing user has verified the numbers, use can submit for 
approval 

a) System uses the approval process to route to the designated 
approver 

 

11) Once approved, system generates the donation records and the Giro 
submission files 

 

4.2.5.116.2.3 Assumptions: 
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1) There must be a b/f amount for the system to begin calculation. This 

number will be defaulted to 0 if the previous balance is not available. 

2) 1st collection will use the manual method to generate. 

3) User is not allowed to choose those months that have already been 

generated when selecting the month and year. 

 

4.2.5.116.2.4 Additional Requirements: 

1) All numbers tally correctly for the chosen month for UAT. 

2) Users can submit for approval. 

3) Configured Approver can approve. 

4) Giro files are generated once the report gets approved. 

5) Submission to DBS test Giro system is accepted. 

 

4.2.5.116.3 Credit Card Mid-Month Reconciliation Report 

4.2.5.116.3.1 Purpose: To generate donations records for mid-month submissions to 

different banks for Credit Card deduction. 

4.2.5.116.3.2 Description: 

1) Access to this interface will be controlled by the profile setting for finance 

users only. 

2) User goes to the Recurring Batch Summaries tab to access the interface 

shown below: 

 

3) User can select the following: 

a) Collection Type = Mid-month 

b) Payment Method = Credit Card 

c) Current Month = Jan-Dec 

d) Current Year = from 2024 – 2030 
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4) When the user clicks start: 

a) System will perform a validation on the chosen month and year - the 

chosen month and year are equal to the current chosen month and 

year. 

b) and will see the numbers displayed below: 

 

 

5) User can verify the records and submit for approval. 

6) Only when this report is approved, then that month’s Credit Card 

submission files will be created. 

a) This function prevents user from generating the Credit Card 
submission file without proper verification process – no bypass 

b) System generates the donation records first, then generate the Credit 
Card submission files 

 

7) Snapshot of the report will be stored in the Reconciliation Report (Recon 

Report) object. 

a) These records are read only records for all profiles. 

b) DR and finance users can see these records. 

c) Object sharing setting is set to public read only. 

 

8) Mid-month Credit Card report query logic to retrieve relevant records from 
Recurring Donations. 

a) Collection b/f balance is retrieved from Credit Cards Batch Summary 
successfully submitted in the previous month – Amount and record 
count. 

i) System will refer to the previous month credit card batch 
summary amount. 
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b) Based on the Next Deduction Date = 1st to 22nd of every month, 
retrieve the following records 
i) "Previous Month" Mid-Month Collections b/f 

ii) "Previous Month" 2nd (End-Month Collections) (New Donors) b/f 

iii) Terminated Donors - "Current Month" 

(1) Less: Amount and record count with RD Status = Terminated 

iv) Yearly Donors - "Previous Month" 

(1) Less: Amount and record count with Frequency Period = 
Yearly AND Next Deduction Date = last month deduction 
date but ignore the year. 

v) Revised Donors - "Current Month" 

(1) Add: Amount and record count with Change Status = 
Upgraded AND use the Amount minus Previous Amount for 
summation. 

(2) Less: Amount and record count with Change Status = 
Downgraded AND use the Amount minus Previous Amount 
for summation 

vi) Yearly Donors - "Current Month" 

(1) Add: Amount and record count with Frequency Period = 
Yearly AND Next Deduction Date = within the same query 
range. 

vii) New Donors - "Current Month" 

(1) Add: Amount and record count with RD Status = Approved 
AND RD Type = New. 

 

c) Based on the tabulation above system tabulates the Total Active 
Donors and Amount as shown 

i) Donors with Invalid Credit Card No. - "Current Month" 

ii) Hold Donors - "Current Month" 

(1) Less: Amount and record count with RD Status = On 
Hold. 

 

d) Based on the tabulation above system arrive at the Total Amount for 
submission. 

9) Each item above is segregated based on card type: Amex and 

Visa/Mastercard. 

10) Once the preparing user has verified the numbers, use can submit for 
approval 

a) System uses the approval process to route to the designated 
approver. 

 

11) Once approved, system generates the donation records and the Credit 
Card submission files. 
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4.2.5.116.3.3 Assumptions: 

1) There must be a b/f amount for the system to begin calculation. This 

number will be defaulted to 0 if the previous balance is not available. 

2) For Credit cards recurring deductions, submission is using API to submit 

to RDP. 

3) System needs to know how to retrieve invalid credit card records. 

4) User is not allowed to choose those months that have already been 

generated when selecting the month and year. 

 

4.2.5.116.3.4 Additional Requirements: 

1) All numbers tally correctly for the chosen month for UAT. 

2) Users can submit for approval. 

3) Configured Approver can approve. 

4) Credit Card files are generated once the report gets approved. 

 

4.2.5.116.4 Credit Card End Month Reconciliation Report 

4.2.5.116.4.1 Purpose: To generate donations records for end-month submissions to 

different banks for Credit Card deduction. 

4.2.5.116.4.2 Description: 

1) Access to this interface will be controlled by the profile setting for finance 

users only. 

2) User goes to the Recurring Batch Summaries tab to access the interface 

shown below: 

 

3) User can select the following: 

a) Collection Type = End-month 
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b) Payment Method = Credit Card 

c) Current Month = Jan-Dec 

d) Current Year = from 2024 – 2030 

 

4) When the user clicks start: 

a) System will perform a validation on the chosen month and year - the 

chosen month and year are equal to the current chosen month and 

year. 

b) and will see the numbers displayed below: 

 

 

5) User can verify the records and submit for approval. 

6) Only when this report is approved, then that month’s Credit Card 

submission files will be created. 

a) This function prevents user from generating the Credit Card 
submission file without proper verification process – no bypass 

b) System generates the donation records first, then generate the Credit 
Card submission files 

 

7) Snapshot of the report will be stored in the Reconciliation Report (Recon 

Report) object. 

a) These records are read only records for all profiles. 

b) DR and finance users can see these records. 

c) Object sharing setting is set to public read only. 

 

8) End-month Credit Card report query logic to retrieve relevant records from 
Recurring Donations. 

a) New Donors for End-Month Collections - "Current Month". 

b) Retry Donors - "Current Month" 
 

9) Each item above is segregated based on card type: Amex and 

Visa/Mastercard. 
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10) Once the preparing user has verified the numbers, use can submit for 
approval 

a) System uses the approval process to route to the designated 
approver. 

 

11) Once approved, system generates the donation records and the Credit 
Card submission files. 

 

4.2.5.116.4.3 Assumptions: 

1) There must be a b/f amount for the system to begin calculation. This 

number will be defaulted to 0 if the previous balance is not available. 

2) For Credit cards recurring deductions, submission is using API to submit 

to RDP. 

3) System needs to know how to retrieve invalid credit card records. 

4) User is not allowed to choose those months that have already been 

generated when selecting the month and year. 

 

4.2.5.116.4.4 Additional Requirements: 

1) All numbers tally correctly for the chosen month for UAT. 

2) Users can submit for approval. 

3) Configured Approver can approve. 

4) Credit Card files are generated once the report gets approved. 

 

DMS Sharing Session 

4.2.5.117 NKF will conduct a DMS sharing session as part of the procurement process 

to provide potential vendors with a better understanding of the project 

objectives, expectations, and key considerations. 

4.2.5.118 This session will serve as an opportunity for vendors to understand shared 

DMS resources further and to clarify any preliminary questions and align on 

the project scope before proposal submission. 

4.2.5.119 Further details, including the date, time, and format of the DMS sharing 

session, will be provided during the procurement briefing. 
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4.3 Volunteer Management - General Requirement 

4.3.1 The proposed VMS shall allow authorised users to do functionalities including 

volunteer registration (refer to clause 4.3.6.23 for the portal details), 

scheduling (refer to clause 4.3.15.14), tracking (refer to clauses 

4.3.6.9/4.3.6.9.1/4.3.6.9.2), reporting (refer to clauses 4.3.5.11.1 to 

4.3.5.11.8), communication (refer to clauses 4.3.4.16 to 4.3.4.27.6), and data 

management (refer to clauses 4.3.6.35 to 4.3.6.39).   

4.3.2 Table 2 lists the user groups/roles that will use the VMS. The system shall allow 

authorised users to set up and configure the following user roles or privileges. 

S/N User 

Group/Roles 

Description  

1. Volunteer 

Manager 

Volunteer Manager person can manage Contact/Volunteer, 

Communication, Programme/Event and Operational 

Volunteer Reports. 

2. Volunteer Staff Volunteer Staff has limited view access to 

Contact/Volunteer, Communication, Programme/Event, 

and run Operational Volunteer Reports. Allow edit for the 

Volunteer Interview Checklist. 

3. Data Entry 

Volunteer 

A selected volunteer who will help Volunteer Management 

team to do data entry and has very less limited access to 

VMS Objects. 

4. Administrative This group contains IT and Vendor admin users who have 

administrative rights to manage security privileges, 

manage users / groups / role. 

 

4.3.3 VMS Performance 

4.3.3.1 To cater for increase of users or volunteers in the future, VMS should be able 

to handle high volumes of users (such as able to support 20 concurrent 

volunteers using the online portal withing 10 seconds) and data efficiently to 

ensure that data can be accessed quickly and easily by authorized users. This 

involves efficient query optimization, indexing, and data access patterns.  

4.3.3.2 Fast response times for user actions (how many click in how many seconds. 

E.g. able to allow 20 Volunteers to perform online registration concurrently 

within 10 seconds) and VMS queries on Volunteers information on 

attendances, registrations, events/programmes and contacts when there are 

increase in volunteers’ usage of VMS.  

4.3.3.3 Ability to scale with the growth of the organization and increasing numbers of 

volunteers and events. 
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4.3.4 VMS Usability 

4.3.4.1 VMS should be user-friendly interface for all user roles. 

The Web Portal shall provide a user-friendly and intuitive interface to ensure 

ease of navigation and accessibility for all users. The design and functionality 

must adhere to the following principles: 

• The user interface (UI) shall be clean, consistent, and easy to navigate 

across all supported devices and screen sizes (responsive design). 

• Common user tasks (e.g., login, registration, data entry, form submission) 

must be easily discoverable and completable within 3 clicks or less where 

possible. 

• The portal shall comply with recognized usability standards such as WCAG 

2.1 Level AA to ensure accessibility for users with disabilities. 

• Clear and concise labels, tooltips, and error messages must be provided to 

guide users effectively. 

• The portal shall provide visual feedback for user actions (e.g., loading 

indicators, confirmation messages) to improve user confidence and 

interaction flow. 

• A consistent style guide shall be used across all screens to maintain 

uniformity in design elements such as fonts, colors, and button styles. 

• Usability testing must be conducted during development to validate user-

friendliness, with feedback incorporated into the final design. 

4.3.4.2 Accessible design, compliant with web accessibility standards following WCAG 

guideline. 

▪ Perceivable 

Information must be presentable in a way that users can perceive it, including 

those with disabilities that may impact their ability to see, hear, or read. 

▪ Operable 

Web content must be operable, meaning users must be able to interact with it 

effectively, even if they have limitations in their ability to use a mouse, 

keyboard, or other input devices. 

▪ Understandable 

Content should be understandable, ensuring that users can grasp the 

information presented and navigate the website or application effectively. 

▪ Robust 
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The content should be robust, meaning it should be compatible with various 

user agents, including assistive technologies, and should function correctly 

over time. 
 

4.3.5 Volunteer Information Management 

Volunteer Profiles 

4.3.5.1 Volunteer Profiles stores comprehensive information about each volunteer, 

including contact details, interests, skills, availability, and onboarding status. 

4.3.5.2 The Volunteer Profiles allows NKF to better match volunteers with appropriate 

opportunities, track their engagement, and personalize the volunteer 

experience. 

4.3.5.3 Authorized users can view and update Volunteer Profiles’ details, emergency 

contacts, and preferences. 

4.3.5.4 The VMS can track volunteer history, including volunteer participation in events 

and hours logged. 

 

Volunteer Contact 

4.3.5.5 VMS can organize and manage volunteer contact information, allowing for easy 

maintenance such as updates, categorization (e.g., by skill or interest), and 

filtering for specific communication needs. 

4.3.5.6 Each volunteer contact can have Contact Record Type: 

1) Individual: Individual sign-up.  

2) Contact: Main contact person from organization, company, or groups. 

 

Volunteer Account 

4.3.5.7 VMS manages individuals or organizations as Volunteer Accounts to connect 

with Volunteer Contact (refer to clauses 4.3.5.5 to 4.3.5.6). 

4.3.5.8 VMS allows authorized users to create a new volunteer account which link to 

volunteer contact. Each account has many contacts (for record type = Contact). 

4.3.5.9 Each Account can have Account Record Type = 'Household' or 'Organisation'. 

 

Volunteer On-Boarding 
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4.3.5.10 System admin will conduct on-boarding procedure for new Volunteers who 

registered via Volunteer Registration portal (please refer to clause 4.3.6.23 for 

the portal details). 

4.3.5.11 Refer to Appendix E.2 for Volunteer on-boarding procedure/workflow. 

 

Volunteer KPI Automation [Enhancement] 

4.3.5.12 Volunteer KPI Automation refers to the process of using technology to 

automatically produce reports on key performance indicators (KPIs) related to 

volunteer involvement in NKF volunteer programs/events.  

4.3.5.13 The automation process will be based on generated volunteer data metrics from 

VMS like participation rates, hours contributed, and retention, then it 

automatically processes and visualize this data to provide insights into the 

effectiveness of the volunteer program. 

4.3.5.14 In addition, the process will do auto-categorisation of raw data in Excel to 

generate the monthly Volunteer KPIs, as opposed to manual computation, 

serves the purpose of enhancing efficiency, accuracy, and consistency in data 

processing. 

4.3.5.15 There is total 7 KPI as follow: 

1) Volunteer Hours 

2) Cumulative – 24 Hours Count 

3) Cumulative – Volunteer Retention 

4) Volunteer Satisfaction 

5) Volunteer Donor 

6) VIA Initiatives 

7) Volunteer Requests Tracking 

4.3.5.16 Refer to Appendix G.2 for Volunteer KPI Automation references.  

 

Volunteer Donor Synchronization [Enhancement] 

4.3.5.17 One person can be both Donor and Volunteer. It means the person will have 

same identifier for being Donor and Volunteer. The matching identifier will be 

combination fields: display name + address or display name + email (refer to 

clause 4.2.4.15 – Donor Unique Identifier) matching with Donor. 

4.3.5.18 It recommends semi-automation synchronization process between Donor 

Contact object and Volunteer Contact object whenever there are changes from 

DMS or VMS. 
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4.3.5.19 It keeps separate Contact object and let user decide. E.g. DR staff can see 

contact of same donor contact from VMS and then sync-up accordingly 

(manually or via a single button), VM staff can be notified that there is changed 

contact at DMS, then apply changes if necessary, using a single button 

manually. Batch job will be run at scheduled date to update VMS accordingly 

when there is a change in data in DMS. 

 

Volunteer Communication 

4.3.5.20 Notifications 

4.3.5.20.1 VMS facilitates effective communication through automated email/SMS 

notifications for event reminders, confirmations, and updates to keep volunteers 

informed. Refer to Section 4.5.2 for common integration with authorised 

SMS Gateway. 

4.3.5.20.2 Allow notifications email if there are new events and programs. 

4.3.5.20.3 Event Reminders: Automatically remind users about upcoming events. 

4.3.5.20.4 Confirmations: Notify users when they register or confirm attendance. 

4.3.5.20.5 Updates: Inform users of changes to event details. 

4.3.5.20.6 Customisable templates for different types of notifications. 

 

4.3.5.21 Messaging System 

4.3.5.21.1 Target messaging system for communication between NKFS and volunteers. 

4.3.5.21.2 The messaging system can be forms of WhatsApp, Email and SMS, etc. Refer 

to Section 4.5.2 for common integration with authorised SMS Gateway. 

 

4.3.5.22 Announcements 

4.3.5.22.1 Admins can post announcements or updates visible to all volunteers. 

4.3.5.22.2 Customisable templates for different types of notifications. 

 

4.3.5.23 Automation Emails [Enhancement] 

4.3.5.23.1 VMS has a streamline communication with volunteers, such as auto daily 

generate list of Volunteer Birthdays, allow checking the list of Volunteer Birthday 

before emails sent out to volunteers who have birthday on that day. 
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4.3.5.24 Rejection Email 

4.3.5.24.1 Auto email after 2nd failed trial call. [Enhancement] 

4.3.5.24.2 After 3x failed calls for interview and Status = Declined, send Rejection email. 

 

4.3.5.25 Orientation Email 

4.3.5.25.1 Interview successfully and Status = accepted, send Orientation Invitation email. 

4.3.5.25.2 Auto email 3-days before orientation date. [Enhancement] 

 

4.3.5.26 Withdrawal Email 

4.3.5.26.1 Auto email sent out to volunteers who decided to withdraw their volunteerism 

with NKF. 

 

4.3.5.27 Reminder Indemnity Submission email [Enhancement] 

4.3.5.27.1 Volunteers who are below 21 years old, they need parents to fill and sign 

indemnity form within 2 weeks. 

4.3.5.27.2 3-days before orientation date, send reminder indemnity submission email. 

 

4.3.5.28 Activity [Enhancement] 

4.3.5.28.1 Once Activity Project Owner mark volunteer accepted, send a confirmation 

email. 

4.3.5.28.2 3-day before training: send Reminder email. 

4.3.5.28.3 When Activity Project Owner rejects volunteer(s), send notification email. 

 

4.3.5.29 Training [Enhancement] 

4.3.5.29.1 There are 2 Training types:  

1) Monthly for DC 

2) Quarterly for Volunteer 

4.3.5.29.2 Once Trainer Owner mark volunteer accepted, send a confirmation email. 
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4.3.5.29.3 3-day before training: send Reminder email. 

4.3.5.29.4 When Trainer Owner rejects volunteer(s), send notification email. 

 

4.3.5.30 Daily Reports [Enhancement] 

4.3.5.30.1 Daily Report enlists all emails sent out to volunteers. 

4.3.5.30.2 The system email to Project Owner the daily report. 

 

4.3.5.31 eBlast Volunteer [Enhancement] 

4.3.5.31.1 This module does weekly eDM to volunteers for updating Volunteer 

programmes/events and engaging pro-active communications with volunteers. 

4.3.5.31.2 Configure eBlast starts with Audience list creation filter by volunteer interest, 

volunteer address area, and so forth. 

4.3.5.31.3 The next step will be setting up the from email, from name, subject and email 

content with HTML code or plain text. This module should have email editor 

function. 

4.3.5.31.4 The eBlast module must have a verification function prior to sending email to 

actual recipients. 

4.3.5.31.5 The verification function could be a send example function with a pre-defined 

email verifier group. 

4.3.5.31.6 Once the verifiers confirm an eMail content, including email subject, attachment, 

font, etc; the eBlast can email to actual recipients by batch, i.e.: batch #1 ( a 

small % of entire batch), batch #2 (next small % of entire batch), batch #3 

(remaining batch to X records). 

 

4.3.6 Volunteering Information Management 

Volunteer Request 

4.3.6.1 Allow user to request volunteers for a specify Event. Each Event can have 

Engagement Type = 'Indirect' or 'Direct'. 

4.3.6.2 Allow user to input Assign Volunteers information. Attendance information for 

accepted Volunteers should be captured for e.g, Check In and Check Out times. 

QRCode and URL link for Volunteer Check-In and Out timings. 
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Internal Volunteer Request 

4.3.6.3 Digitalize Internal NKF departments request volunteers for their events/works 

using an e-form with respective RO or HOD approval. 

4.3.6.4 Streamline the submitted e-Form approved to integrate it with VMS Volunteer 

Requests. 

4.3.6.5 It allows VR team to analyse the internal volunteer request data. 

4.3.6.6 Refer to Appendix G.1 for manual Internal Volunteer Request Form. 

 

Assigned Volunteer 

4.3.6.7 Allow user to maintain the Assigned Volunteers for each event. Assigned 

Volunteers to Events. 

4.3.6.8 Display Volunteer Attendances history information. 

 

Volunteer Tracking and Reporting 

4.3.6.9 Hours Tracking 

4.3.6.9.1 Automated logging of volunteer hours for each shift or event. 

4.3.6.9.2 Manual entry option for any additional hours worked. 

 

4.3.6.10 Attendance Monitoring 

4.3.6.10.1 Track and report attendance at events. Each Attendance unique no is mapped 

to a volunteer. 

4.3.6.10.2 Manage absences and no-shows. 

4.3.6.10.3 Manual Attendance Uploading. The system shall validate that a new record 

being inserted does not already exist in the database based on defined unique 

fields or a unique constraint for e.g., Volunteer Name, CheckIn and CheckOut 

times. If a duplicate is detected, the system shall prevent the insertion and return 

an appropriate error message to the user. 

4.3.6.10.4 Refer to Appendix E.4 for Attendance Monitoring screenshot. 

 

4.3.6.11 Reporting and Analytics 
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4.3.6.11.1 Generate reports on volunteer hours, event participation, and overall 

engagement. 

4.3.6.11.2 Analyse trends and generate insights for future planning. 

4.3.6.11.3 Generate meaningful insights for future planning based on trend analysis. 

4.3.6.11.4 Export reports in various formats (PDF, Excel, CSV, MS Word, etc.). 

4.3.6.11.5 Pivot Tables: Use pivot tables for flexible, detailed reports on hours, activities, 

or attendance summaries. 

4.3.6.11.6 Graphical Dashboards: Use charts to visualize trends in attendance and time 

contributions. 

4.3.6.11.7 Volunteer Hours Report: Summarize the total hours volunteered by each 

individual and overall. Highlight top contributors and trends over time. 

4.3.6.11.8 Event Participation Report: Provide details on each event, including the number 

of participants, event success metrics, and any notable outcome. 

 

Volunteer Programme/Event Management and Scheduling 

4.3.6.12 Programme/Event 

4.3.6.12.1 Create new Programme/Event. Each Programme/Event can have record type 

= 'Programme' or 'Fundraising' or 'Training' and allow users to input 

Programme/Event information. 

4.3.6.12.2 Allow user to input trainees for the programme/Event and Training attendances 

for Check-In and Check-Out manually information.  QRCode and URL link for 

Volunteer Check-In and Out timings. 

4.3.6.12.3 Allow user to input activity and tasks and assigned to volunteer. 

 

4.3.6.13 Event Creation 

4.3.6.13.1 Managers/Staff can create and manage events, programmes or schedules. 

4.3.6.13.2 Include details such as event description, date, time, location, and required 

volunteer roles. 

 

4.3.6.14 Scheduling 

4.3.6.14.1 Automated scheduling to match volunteer availability with event requirements. 
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4.3.6.14.2 Notification to volunteers about upcoming events, programmes or schedules. 

 

Volunteer Self-Help Portal 

4.3.6.15 Volunteer Login 

4.3.6.15.1 Volunteer can access Volunteer self-help portal using this URL: 

https://vms.nkfs.org/login.  Secured Hypertext transfer protocol secure (HTTPS) 

to be used. 

4.3.6.15.2 Volunteer will receive email userid and password for first time login. 

4.3.6.15.3 The Portal login enforces 2FA secured logon method, therefore Volunteer will 

need to input a 6-numeric OTP from the email. 

4.3.6.15.4 On first time login system will prompt to change user own password. 

4.3.6.15.5 Reset password if volunteer forgot password.  Once volunteer clicks the 

hyperlink, system will ask to key in email address and system will send new 

password for them to login. 

4.3.6.15.6 Refer to Appendix E.2 for Volunteer Self-Help Portal Logon page. 

4.3.6.15.7 [Enhancement] NKF is considering SingPass Login and MyInfo integration for 

VMS, which currently uses email (2FA) for login. The vendor should provide 

project details, including the effort (for NKF to consider) to implement SingPass 

and MyInfo, and transaction statistics for up to two (2) project references (if 

applicable). 

4.3.6.15.8 [Enhancement] The VMS shall provide donors with the option to log in via 

SingPass for secure donation record access and tax deduction auto-filing. 

4.3.6.15.9 [Enhancement] The VMS shall use MyInfo data to auto-populate donor details 

for receipt generation and IRAS submissions. 

4.3.6.15.10 [Enhancement] The VMS shall validate NRIC/UIN retrieved via MyInfo to 

ensure uniqueness in donor profiles. 

4.3.6.15.11 [Enhancement] The vendor is required to propose a migration strategy for VMS 

from the current login mechanism to SingPass and MyInfo integration. 

 

4.3.6.16 Volunteer Dashboard 

4.3.6.16.1 Volunteer will see a list of upcoming activities for an event. Each Event will 

display the activities completion date and time. 
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4.3.6.16.2 Information of Upcoming event, Announcement, Recent IG/Facebook Posts, 

feedback & Contact Us to be show. 

4.3.6.16.3 Refer to Appendix E.2 Dashboard for Volunteer Self-Help Portal Dashboard 

page. 

 

4.3.6.17 Volunteer Calendar 

4.3.6.17.1 This is a static page to show all the programs/events published from backend. 

 

4.3.6.18 Upcoming Programme/Event 

4.3.6.18.1 This is a static page to show all the programs/events published from backend. 

4.3.6.18.2 Volunteer Sign-Up. Volunteers can browse and sign up for available events, 

programmes or schedules. Option to join waitlists for full events and print 

attendance certificates. 

 

4.3.6.19 Volunteer Opportunities 

4.3.6.19.1 Volunteer can check the Activity/Event information for e.g. Schedule, Venue, 

Number of Volunteers Required, etc. 

4.3.6.19.2 Details of Volunteer Opportunities are shown as the following: 

1) ACTIVITY/EVENT – Name of event. 

2) START DATE – Start date of event 

3) FREQUENCY TYPE  

4) URGENT REQUEST 

5) NUMBER OF VOLUNTEERS REQUIRED – Self explanatory 

6) VENUE OF ACTIVITY/EVENT- Self explanatory 

7) VOLUNTEER REPORTING VENUE - Self explanatory 

8) ASSIGNMENT STATUS – Volunteers assignment 

4.3.6.19.3 Volunteer users will input Volunteer Requests information in VMS backend. The 

system will display all the published Volunteer Opportunities from VMS 

backend. This information will flow to Self-help Portal for Volunteer to view the 

events opportunities available. 

4.3.6.19.4 Refer to Appendix E.2 Volunteer Opportunities screenshot. 
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4.3.6.20 Volunteer Attendance 

4.3.6.20.1 Volunteer can view past attendance events information. Each volunteer will be 

assigned to unique attendance identification number. 

4.3.6.20.2 Details of Volunteer Attendance are shown as the following: 

1) ATTENDANCE – Attendance Unique Identification. 

2) VOLUNTEER REQUEST – Volunteer attended event  

3) VOLUNTEER NAME - Self Explanatory 

4) CHECKED IN - Volunteer start time for the event 

5) CHECKED OUT – Volunteer end time for the event 

6) TIME GIVEN – Duration time for the event 

7) CREATED DATE – Event Date and Time 

 

4.3.6.21 Volunteer Profile 

4.3.6.21.1 Volunteer can view and update personal information and change password. 

4.3.6.21.2 All portal users are created in Salesforce backend, VM users can only create 

them in Salesforce. 

4.3.6.21.3 After creation, VM users can send the access details to the volunteer portal 

users to login. 

4.3.6.21.4 The following fields should be displayed: 

1) First Name 

2) Last Name  

3) Email Address 

4) Mobile Phone 

5) Phone 

6) Address 

4.3.6.21.5 Save Changes after editing. System should be able to perform Validations of 

the fields. 

4.3.6.21.6 To provide Change Password Function. System should be able to perform 

Validations of the password format and whether password being used before. 

4.3.6.21.7 Refer to Appendix E.2 Volunteer Profile screenshot. 

 

4.3.6.22 Print Community Involvement Letter 
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4.3.6.22.1 Allow Volunteer to print or save in PDF for the events participate. 

4.3.6.22.2 Refer to Appendix E.2 Print Community Involvemment screenshot. 

 

Volunteer Registration Portal 

4.3.6.23 Current Internet Volunteer Registration Page: https://vms.nkfs.org/signup. 

4.3.6.24 The VMS shall allow authorised users to manage the template or source of the 

Volunteer Registration Portal. 

4.3.6.25 The system shall support the following categories of volunteer: 1) Individual and 

2) Organization. 

4.3.6.26 The following fields shall be captured for individual: 

1) First Name 

2) Last Name (*) 

3) Date of Birth (*) 

4) Email (*) 

5) Phone (*) 

where (*) indicate the field is mandatory data entry. 

4.3.6.27 The following fields shall be captured for organization: 

1) First Name 

2) Last Name (*) 

3) Organization (*) 

4) Email (*) 

5) Phone (*) 

where (*) indicate the field is mandatory data entry. 

4.3.6.28 The VMS shall validate the fields (such as Email address, Phone, last name) to 

ensure it correctness and uniqueness. A volunteer must not have duplicate 

records when registering. Refer to 4.4.x for standard validation of Email 

address, Phone number. 

4.3.6.29 The Volunteer Registration Portal (https://vms.nkfs.org/signup) to provide an 

avenue for the public who wished to be a volunteer at NKF to register for 

volunteering services as well as to allow existing volunteers to update their 

profiles.  As the data captured at the volunteer portal is stored directly into the 

VMS, manual data entry for the new volunteers and updates to existing 

volunteers will be eliminated, thus saving time and efforts for the volunteer 

management department (VMD). 

https://vms.nkfs.org/signup
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4.3.6.30 The system shall allow authorised users to perform group registration of 

volunteers via online or via a pre-formatted Excel. The vendor shall provide a 

sample copy of the pre-formatted Excel format to the proposal. 

4.3.6.31 Please refer to Appendix E.1 for Volunteer Registration Portal. 

 

VMS Sharing Session  

4.3.6.32 NKF will conduct a VMS sharing session as part of the procurement process to 

provide potential vendors with a better understanding of the project objectives, 

expectations, and key considerations. 

4.3.6.33 This session will serve as an opportunity for vendors to understand shared VMS 

resources further and to clarify any preliminary questions and align on the 

project scope before proposal submission. 

4.3.6.34 Further details, including the date, time, and format of the VMS sharing session, 

will be provided during the procurement briefing. 

Data Management 

4.3.6.35 Gathering data from various sources, including databases, files, and real-time 

systems.  

4.3.6.36 Storing data efficiently and securely, often using databases, data warehouses, 

or data lakes.  

4.3.6.37 Structuring data in a logical and consistent manner for easy access and 

retrieval. 

4.3.6.38 Ensuring data accuracy and integrity by regularly updating and cleaning it.  

4.3.6.39 Implementing policies and procedures to manage data access, security, and 

compliance. 

 

4.4 Validation 

4.4.1 The validation mentioned in this section shall apply to both VMS and DMS. 

4.4.2 To ensure the integrity and authenticity of user identity information in 

compliance with national data standards, the VMS/DMS shall validate 

Singapore NRIC/FIN numbers upon data entry and during relevant transaction 

processing to ensure accuracy and prevent invalid identity records. 

4.4.3 To ensure the integrity of entity records, support official reporting requirements, 

and enable reliable interfacing with government and third-party systems, the 

VMS/DMS shall validate Unique Entity Numbers (UENs) to ensure they conform 
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to official Singapore government-issued formats, maintaining accuracy and 

regulatory compliance. 

4.4.4 To ensure accurate, deliverable email addresses are captured and maintained, 

reducing errors in communication and integration with third-party email services, 

the VMS/DMS shall validate the format of email addresses entered by users to 

ensure they conform to standard email address syntax before accepting or 

processing the data. 

4.4.5 The VMS/DMS shall validate phone numbers entered by users to ensure they 

conform to the designated format and numbering plan, based on the country or 

region (e.g., Singapore). 

4.4.6 The VMS/DMS will ensure that validation takes place in real-time when the 

online data entry is no longer in focus. If the data entry is coming from backend 

data processing (bulk/mass import), then there shall be an email to inform the 

authorised users on the validation error and it shall not allow to proceed unless 

the authorised users enable to proceed to bulk/mass import and ignore all 

validation errors.  

4.4.7 The VMS/DMS shall ensure validation occurs in real-time at the point of data 

entry (once out of focus from the data entry) and also during backend data 

processing. The VMS/DMS shall ensure an appropriate error message is 

display for invalid entry formats. E.g., during the viewing of donor profiles by 

authorised users. 

 

4.5 Common Integrations 

4.5.1 In addition to the integration detailed in clauses 4.2.5.89/90/91/92, this section 

outlines common integrations (including enhancement) applicable to both VMS 

and DMS. 

SMS Gateway 

4.5.2 The VMS/DMS shall integrate with an authorised third-party SMS gateway 

provider to send transactional and/or notification messages to users in a secure, 

reliable, and timely manner. NKF will provide the technical specification 

documentation from the authorised third-party SMS gateway provider after 

contract award and during the project kick-off. 

4.5.3 Gateway Configuration - The configuration must be secured, encrypted at rest, 

and accessible only to authorised system components or administrators. 

4.5.4 Message Dispatch - The system shall support UTF-8 encoding to handle 

multilingual content. 

4.5.5 Delivery Assurance and Logging - Logs must be retained according to security 

and compliance policies (e.g., 18 months or as configured). 
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4.5.6 Retry and Error Handling - The system shall implement retry logic for failed or 

timed-out SMS submissions based on configurable retry policies (e.g., 3 retries 

at 5-minute intervals). For permanently failed messages (e.g., invalid number), 

the system shall record the failure reason and optionally alert system 

administrators. 

4.5.7 Security and Compliance - All SMS API interactions must occur over secure 

HTTPS (TLS 1.2 or above) connections. 

4.5.8 System Monitoring and Alerts - Dashboards or reports shall be available for 

operational monitoring, including alert for High failure rates or Gateway 

downtime or slow response. 

SingPass [Enhancement] 

4.5.9 The system shall preferably be able to integrate with SingPass to enable users 

to authenticate using their national digital identity (NDI) via the SingPass Login 

service. 

4.5.10 The system shall support MyInfo integration via SingPass to retrieve 

consented personal data fields (e.g., full name, NRIC, date of birth, email, 

mobile number) upon user authentication. 

4.5.11 The system shall ensure all SingPass integrations comply with GovTech’s 

security and data protection guidelines, including proper use of client IDs, 

secrets, redirect URIs, and scopes. 

4.5.12 All communication with SingPass services shall be conducted over secure 

HTTPS connections using TLS 1.2 or higher. 

4.5.13 The system shall ensure no sensitive data from SingPass (e.g., NRIC, address) 

is logged or exposed unintentionally. 

 

 

4.6 Service Level Management 

4.6.1 The Contractor shall meet the monthly service level for Problem Resolution. 

They are listed as follow: 

Severity 
Level 

Description Resolution Time (*1) / % Response Time (*2) 

S1 Impacts all users and 
operation cannot 
continue. 

100% of cases to be 
resolved consistently within 
EIGHT (08) hours. 

TWO (02) hrs or 
less
. 
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S2 These problems affect a 
particular process or 
function or more than 
50% of services are 
down. 

100% of cases to be 
resolved consistently within 
TWO (02) day or a bypass 
is provided in ONE (01) 
day. 

EIGHT (08) hrs or 
less
. 

S3 The problem has minimal 
or no effect on NKF’s 
ability to perform its 
functions. 

90% of cases to be 
resolved consistently within 
EIGHT (08) working days. 
Remaining 10% within 
FOURTEEN (14) working 
days. 

FOUR (04) working 
days or less. 

 

a) (*1) Resolution time is the period from when the Contractor is officially notified via 

telephone call or received email to the time when the problem is resolved to NKF’s 

satisfaction.  

b) (*2) Response time is the time from when the Contractor is officially notified (via 

telephone call, email or register into online ticketing system). 

4.6.2 NKF shall measure the above service level on a monthly basis. In the event of 

not reaching the targeted service level for three (3) reminders, NKF shall have 

the right to terminate this Contract forthwith without compensation and without 

any liability whatsoever in respect of the Contractor. 

4.6.3 The Contractor shall indemnify NKF (and its agents, officers and/or employees) 

in respect of all damages and/or injuries to any person or any property and 

against all actions, suits, claims, demands, costs, charges or expenses arising 

in connection therewith that have been caused howsoever by the Contractor, 

its agents, officers and/or employees in the performance of the Contract or by 

the Contractor's breach of the Contract. 

4.6.4 Exit Plan or End of Contract 

4.6.4.1 The purpose of the exit plan (or end of contract) is to effect a smooth and 

seamless transition of services from one vendor to NKF or another vendor. NKF 

shall inform the Contractor at least TWO (2) months in advance if need to 

exercise the exit plan.  

4.6.4.2 The Exit Transition period shall be managed and supervised by NKF, with full 

support from the Contractor. The Contractor shall ensure the Exit Transition 

team is appropriately staffed and the plan is executed in an orderly manner to 

achieve its business objectives. The Contractor shall also ensure that the exit 

process progresses in a timely manner and warrants the quality of the 

deliverables. 

4.6.4.3 The exit plan shall include all business processes (source data 

sets/transactions), documentation and control changes done for NKF after the 

Contract is awarded (under this procurement/contract) till the start of Exit 

Transition period. It shall include the following: 

a) Documented processes and procedures of current operations; 

b) Roles and responsibilities of each project personnel; 
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c) Schedule for hand-over of outstanding tasks; 

d) Detailed progress for each unresolved and outstanding services; 

e) Cost implication handling of any proprietary vendor’s tools with respect to 

licensing (if applicable); 

f) Progress Report & Documentation; 

g) Operation Manual; 

h) Security Procedures. 

4.6.4.4 The Contractor shall provide support to NKF during the Exit Transition period. 

The Contractor shall contribute information to accelerate and/or improve the 

process of exit/transition and assure that the plans developed are realistic. The 

Contractor shall continue to provide assistance in terms of exit/transition 

consulting and related services, as NKF deems necessary, at no additional cost 

to NKF. 
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5 TECHNICAL REQUIREMENTS  

5.1 Browser and Device Compatibility 

5.1.1 The proposed System shall support any standard operating system and browser 

compatibility using at least the latest TWO (2) major versions of widely used desktop 

and mobile web browsers such as Microsoft Edge, Firefox, Google Chrome and 

Safari. 

5.1.2 The proposed System shall also support widely used mobile devices such as Android 

and iOS platforms on the latest TWO (2) major versions. 

5.1.3 The Contractor shall ensure the proposed System is regularly tested and continues 

to be able to support the current and future prevailing notebook/desktop standards at 

no additional cost to NKF. There shall not be any additional cost for testing any new 

patches and releases on notebook/desktop standards. 

5.1.4 The vendor shall ensure that the proposed System adopts a web-responsive front-

end design to resize browser windows and devices of different sizes. 

5.1.5 NKF is using Microsoft Edge (chromium-based) as the standard corporate browser. 

Full compatibility and support for both mobile/desktop versions of Microsoft Edge are 

required. The vendor shall highlight any part of the proposed System’s functionality 

that cannot work with Microsoft Edge together with the submission of procurement. 

 

5.2 Two-Factor Authentication (2FA) 

5.2.1 The proposed System shall preferably support 2-factor authentication (2FA9) for all 

personnel performing privileged10 or administration function. 

5.2.2 The proposed System shall preferably implement IP address filtering to restrict 

privileged or administration access to the proposed System from authorised locations. 

5.2.3 The proposed System shall preferably support logging of the date time, IP addresses 

of the source and destination systems, user information as well as the type of action 

performed shall be enabled on the proposed System that allow privileged or 

administration access. 

 

 

5.3 Single-Sign On (SSO) 

 
9 2FA refers to using any two of the three authentication methods to increase the assurance on the identity of 

the user. The three authentication methods are: 1) What a user knows (e.g., password, PIN); 2) What a user 
has (e.g., physical token, card); and 3) What the user is (e.g., retina scans). 

 
10 Privileged access refers to accounts with elevated capabilities beyond standard users or access to reports or 

functionalities that are off-limits to a standard user. 
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5.3.1 The proposed System shall support Single-Sign On (SSO) authentication scheme; 

once a user has logon to the proposed System, it shall allow the same user to access 

the proposed services (i.e., scope of work) without re-entering authentication factors. 

5.3.2 The proposed System’s SSO solution shall support the following standards for 

exchanging authentication and authorisation data between the identity provider and 

service provider: 

a) Security Assertion Markup Language (SAML) 2.0 and  

b) Microsoft Azure Active Directory (Azure AD). 

 

5.3.3 The proposed System shall auto-logout User after no activity for a pre-defined 

threshold period. The awarded vendor shall work with the Customer on the threshold 

period requirement as part of the project kick-off. The proposed System shall not 

commit any unsaved data upon timeout. 

5.3.4 The proposed System shall keep an audit trail of all transactions; including auto-logout 

performed by System. The audit trail shall include client IP address, User‐Agent, 

user ID, last login, session timeouts, and other internal session details. The proposed 

System shall provide user-friendly web interface to allow authorised users to be able 

to search and view the audit logs. 

5.3.5 The proposed System shall preferably allow single user logon session only, such that 

users (including privileged user) cannot logon to multiple (i.e., concurrent) sessions 

at any given time using the same user credentials. The vendor shall highlight any part 

of the proposed System that cannot enforce single user logon session. 

5.3.6 The proposed System shall allow an Administrator to create credential (unique 

username and password) for authorised users assigned by Donor and Volunteer 

Management department where it shall be SSO enable. 

 

 

5.4 System & Application Architecture 

System Architecture 

5.4.1 The vendor shall provide diagrams of network and system architecture of the 

proposed System. 

5.4.2 The vendor shall describe using the diagrams how the proposed System architecture 

can meet the following architecture considerations: 

a) Performance, Scalability & Availability;  

b) Security measures for cloud -  

I. Firewalls or equivalent to protect the network against unauthorised traffic 

and intrusion prevention systems or equivalent to monitor the network or 

systems for suspicious activities to and from the Internet;  

II. Vulnerability Scanning, Remote Administration, Access Control, Security 

Patch Management, Log Management, protection against virus or 
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malware and timely submission of reporting to NKF for review and sign-

off; and 

c) Maintainability – Implementing effective and efficient design to improve the system 

maintenance. 

 

5.4.3 The diagrams shall show the network topology, multi-tier & zoned architectures, 

segmentation implementation and perimeter security. This includes communication 

traffic flows between each logical component (e.g., load balancer, web servers, 

database servers, cloud service) to facilitate understanding. 

5.4.4 The vendor shall indicate in the architecture description of the security measures to 

protect the application from attacks and leakage of information and secure 

transmission of data between end users & the System. 

 

Application Architecture 

5.4.5 The vendor shall provide SaaS / Application Architecture showing in logical layers 

including the client devices, presentation layer, application business and common 

microservices layer, enterprise data store and any other software components. 

5.4.6 The vendor shall describe how the proposed architecture will be implemented with 

corresponding programming languages, development framework, software 

technologies and cloud services to facilitate the understanding. 

 

5.5 Backup & Restoration 

5.5.1 The vendor shall preferably provide the following backup schedule and retention 

periods: 

a) Daily incremental backup with SEVEN (7) days retention; 

b) Weekly full backup with FIVE (5) weeks retention; and 

c) Monthly full backup with TWELVE (12) months retention 

 

5.5.2 The vendor shall describe how the backup and restore verification are performed. 

5.5.3 The Contractor shall ensure that all the integrity of the backups are verifies and tested 

periodically to ensure that it can be restored with full data integrity and completeness. 

 

5.6 Service Reliability 

5.6.1 The Contractor shall ensure that all software is fully tested, and quality assured prior 

to implementation in order to ensure the reliability of the proposed solution. 
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5.6.2 The Contractor shall ensure no single point of failure and there shall be redundancy 

with automatic failover in the event single component or server failure, and with load 

balancing for the production environment. 

 

5.7 Security Requirement 

5.7.1 The vendor shall provide technical advice on the network, system, database and 

applications when requested during security risk analysis, security standards and 

policy implementation specific to the proposed System.  

5.7.2 The vendor shall ensure that all security procedures within their area of responsibility 

are implemented correctly to achieve compliance with relevant security policies and 

standards. 

5.7.3 The vendor shall declare all security limitations relating to the security design and 

implementation for proposed System. 

5.7.4 The vendor shall ensure that unless otherwise stated explicitly, all additional 

resources and manpower provided to resolve IT security related issues under the 

responsibilities of the vendor, such as rectifying vulnerabilities and mitigating risks, 

shall not incur additional cost to NKF. 

5.7.5 The vendor shall include in the proposal any latest security-related 

certifications/reports they have attained or plan to certify in the next TWELVE (12) 

months from the Letter of Acceptance. E.g., ISO/IEC 27001, ISO/IEC 27017, ISO/IEC 

27018, CSA STAR, SOC 2 Type 2, or Information Technology Infrastructure Library 

(ITIL) v3. 

5.7.6 The vendor shall preferably have existing security methodology to engage (cost to be 

borne by the vendor) a reputable third-party security testing supplier to conduct 

security vulnerability scans on the System regularly. The vendor shall include the 

latest security vulnerability report (if applicable). 

5.7.7 In the event if there is incident of data breach or application attack, the vendor is 

responsible to inform NKF of the incident, the findings, and the remediation 

performed, if applicable. 

 

5.8 Information on Thirty Party Security Evaluation 

5.8.1 The vendor shall submit the required Information on NKF Third Party Information 

Security Evaluation Form using the word template. 

 

5.9 Audit Requirements 

5.9.1 The vendor shall grant NKF and/or its authorized representatives (including external 

auditors and regulatory bodies) full access to all systems, logs, records, 
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documentation, and personnel relevant to the services provided, for the purpose of 

conducting annual and ad-hoc audits. 

5.9.2 The Vendor agrees to provide reasonable assistance, information, and resources 

necessary to support NKF in completing annual audits, including but not limited to 

providing: 

a) System access for inspection 

b) Technical documentation and architecture diagrams 

c) Change logs and activity logs 

d) Security incident reports 

e) Compliance reports and certifications (e.g., ISO 27001, SOC 2) 

 

5.9.3 The Vendor shall, on an annual basis or upon request, provide NKF with copies of 

relevant independent audit reports and certifications demonstrating the effectiveness 

of its internal controls and security practices. These shall include, but are not limited 

to: 

a) SOC 1 Type 2 Report 

b) SOC 2 Type 2 Report (if applicable) 

c) Bridge Letter to cover SOC 1 or 2 Report audit period gap. 

d) ISO/IEC 27001 Certification 

e) PCI-DSS Compliance Report (if applicable) 

f) Any other relevant reports or certifications required by the Client or regulatory 

bodies. 

These reports shall be current (not older than 12 months) and shall cover the 

systems, infrastructure, and services provided under this agreement. The Vendor 

shall also provide a written summary of any material exceptions or control 

deficiencies identified in such reports along with mitigation steps taken. 

5.9.4 The Vendor shall not interfere with, delay, or obstruct any audit activities and shall 

ensure all relevant personnel are available for interviews, clarifications, and 

walkthroughs as required during the audit. 

5.9.5 The Vendor agrees to timely address and resolve any non-compliance issues or 

deficiencies identified during the audit within a mutually agreed period not exceeding 

[30] calendar days, or as otherwise determined by NKF based on the severity of the 

finding. 

5.9.6 Each Party shall bear its own costs in relation to annual audits. However, if significant 

deficiencies or breaches are discovered due to the Vendor's negligence, the Vendor 

shall bear the full cost of the audit and any remediation efforts. 
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5.9.7 The Vendor shall ensure that any subcontractors involved in the delivery of the system 

or services are contractually bound to provide similar audit support and comply with 

audit-related obligations.  
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Appendix A – DMS Screenshots 

A.1. Donor Self-Help Portal 

Login 

 
 
Donation History Tab 

 
 
Volunteer Info 
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Friends of NKF 
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Profile 

 
 
Contact Us 

 
 
A.2. Donation from Other Channels 
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A.3. Create Batch Donation Data 

 
 

A.4. Manual Donation Creation 
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A.5. Donation Reconciliation 

 
 



        REQUIREMENT SPECIFICATIONS      

 

Page 79 of 162 
 

A.6. Donation Portal 
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A.7. eBlast Donor 
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A.8. Donor Particulars 
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A.9. Appeals/Project Code 
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A.10. Programme/Events Fundraising (DMS) 

 
 

A.11. Contacts 
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A.12. Donor Profile → Donor ID/Code and Debtor Reference 
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A.13. In-Kind Donation 

 
 

 

  



        REQUIREMENT SPECIFICATIONS      

 

Page 91 of 162 
 

Appendix B – DMS Workflow 

B.1 Annual Receipting LD6 and Annual Donor Statement 
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Appendix C – DMS Flowcharts 

C.1 Online Donation Process 

 
 

C.2 Staff LD 
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C.3 RDP - Manual Donation Creation Process with Payment Mode Credit Card 
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Appendix D – DMS References 

D.1 Payment Method Table 

Payment Method Code  
Cash CA  
Cheque CQ  
GIRO GR  
PayNow PN  
I-Bank IB  
Nets NT  
Bank Transfer BT  
AMEX AM  
DINERS DN  
Visa/Mastercard VM  
SGQR QR  
Donation In Kind IK  

 

D.2 Channel of Donation Table 

Channel of Donation Code Donation type 

DC DC Cash, Cheque, Amex, Diners, Visa, Mastercard 
HQ HQ Cash, Cheque, Amex, Diners, Visa, Mastercard, Nets 

Post PS Cash, Cheque, Amex, Diners, Visa, Mastercard 

Giving.sg (NVPC) NV Bank Transfer 
Give.asia GA Bank Transfer 
Simply.giving SG Bank Transfer 

Benevity - UK Online UK Bank Transfer 

e-Shop ST Bank Transfer 

SingCash SC Bank Transfer 

GivePls GP Bank Transfer 
AXS AX Bank Transfer 
SAM SA Bank Transfer 
FAVE FV Bank Transfer 

Event ET Cash, Cheque, Amex, Diners, Visa, Mastercard, Nets, Bank 
Transfer, PayNow, GIRO 

Collection CL Cash, Cheque, Amex, Diners, Visa, Mastercard, Donation In 
Kind 

Donation in Kind IK Donation In Kind 
Online Portal (RedDot) RD SGQR, Amex, Diners, Visa, Mastercard 
Patient Deposit Donation PD Cash 
Staff SF Giro 
Direct Transfer DT Giro/Bank Transfer/PayNow/I-Bank 
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D.3 Donor Category Table 

 

FY New Active Lapsed Re-engaged 

FY2425 (current) Donation Donation No Donation Donation 

FY2324  Donation No Donation No Donation 

FY2223   No Donation No Donation 

FY2122   No Donation No Donation 

 

 

D.4 Exclusion Code 
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D.5 Batch Letters (Format and Sample) 

 

Below are sample letters. Need to review the content with the system before UAT and go-

live. Revise staff names and designations as needed. 

 

LT-01 = Acknowledgement of Enrolment for LD6 without receipt. 
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NKF-518 = Acknowledgement OTD with receipt. 
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LT-05 = Acknowledgement Termination letter. 
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NKF-503 = Credit Card about to expire. 
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NKF-514 = Upgrade / Downgrade LD6 
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D.6 Other Channel Donation File Format 

 

 

AXS Donation Report (Test V1.3) (1).csv 

 
 

Give-Asia_test-mux.csv 

 
 

GivingSG_Test-mux.csv 

 
 

SimplygivingV1.2-mux.csv 

 
 

Singtel Dash_Test-mux.csv 

 
 

 

D.7  Interbank GIRO Files [*1] 

 

[*1] The DBS files will only be shared to awarded SI Vendor. 

DBS 

 

D.8 Oracle Mapping Matrix 

 

Project Code 

 
 

GL Code, Fund Code, Cost Centre 
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D.9 IRAS DON API Specifications 

 

Refer to IRAS Submission of donation records link. 

 

 

D.10 Tax Receipting Matrix / Donation Segmentation Matrix 

 

The tax receipting / donation segmentation matrix as below: 

 

1. The first character of the segmentation is to identify the type of donor. I for individual and 

O for organization. 

2. The second character of the segmentation is to identify donor NRIC is valid or invalid. I 

for Invalid and V for valid. 

3. The third character of the segmentation is to define donor language preference. E for 

English and C for Chinese. 

4. The fourth character of the segmentation is to identify donor’s donation type and amount. 

Allowed values are from 1 to 4. 

a. 1 is for those who have LD6 donations in last calendar year with the total lump sum 

donation amount of 240 dollars or more. 

b. 2 is for those who have OTD7 donations in last calendar year with the total donation 

amount of 500 dollars or more. 

c. 3 is for those who have the LD6 donations in last calendar year with the total lump 

sum donation amount of more than zero and less than 240 dollars. 

d. 4 is for those who have OTD7 donations in last calendar year with total donation 

amount of less than 500 dollars.  

 

Note: if a donor appears in more than one segment, we will prioritise by following order 

1. LD6 

2. OTD7 

 

5. The fifth and sixth characters are to define the donor’s donation type as below. 

a. OT – for one time donation donors 

b. LD – for LD6 donation donors  

c. LO – for both LD6 and OTD7 donors 

d. FY – for the segment 5 and 6 as they will always have FY post fix 

 

6. Monthly/yearly. 

7. Mail/Email 

8. Salutation and no Salutation  

 

 

E.g. If an individual donor with valid NIRC has both LD6 donation of 200 dollars and OTD7 

donation of 600 dollars in the last calendar year, we’ll take LD as the priority and 

segmentation will be like ‘IVE3LO’. 

 

 

  

https://www.iras.gov.sg/digital-services/others/institutions-of-a-public-character-and-qualifying-grantmakers/submission-of-donation-records
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D.11 Donor Relations Reports 

 

SN 
Report Name 

Report 
Type 

Frequency 

1 ADH-01- Daily Batch Report by Batch Operational Daily 

2 ADH-04- ADH-09 for after churning out receipt number Operational Daily 

3 Birthday Report Operational Monthly 

4 GIRO-01 Lifedrops Transaction List - GIRO and Credit Cards Operational Ad-Hoc 

5 GIRO-02 Newly or Upgrade Monthly Contributions - GIRO Operational Monthly 

6 GIRO-07- List of New Transaction - GIRO Approved by bank Operational Monthly 

7 GIRO-08 Newly Accepted Monthly Contributions - GIRO 
breakdown list by bank 

Operational Monthly 

8 GIRO-08 Upgraded Old and new amount Breakdown list by bank 
pending 

Operational Monthly 

9 LD-02 (2) - List of Termination - GIRO and Credit Cards Operational Monthly 

10 LD-03 List of Revised Donations - GIRO Operational Monthly 

11 LD-03 List of Revised Donations - Credit Cards Operational Monthly 

12 LD-21 D New Credit Card Donors - AMEX, VISA, MASTER, 
DINERS 

Operational Monthly 

13 LD-32- LD Rejection List - GIRO Operational Monthly 

14 LD-44 Summary of LFD Count for Termination (AT &NT) Operational Monthly 

15 LD-46 - One Time Donation List with Status Code Operational Monthly 

16 LD-50 - One Time Donation List by Project Operational Monthly 

17 NKF-DMS701- Donations Report very important report Operational Ad-Hoc 

18 Full Donation Listing Operational Daily 

19 
DMS509 – Donor Segments for Communication – Summary 
(period 5 years) 

Operational Ad-Hoc 

20 
DMS510 – Donor Segment Selected for Communication – Details 
(period 5 years) 

Operational Ad-Hoc 

 

ADH-01- Daily Batch Report by Batch 
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ADH-04- ADH-09 for after churning out receipt number 

 

 

Birthday Report 
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GIRO-01 Lifedrops Transaction List - GIRO and Credit Cards 

 

 

GIRO-02 Newly or Upgrade Monthly Contributions - GIRO 
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GIRO-07- List of New Transaction - GIRO Approved by bank 

 

 

GIRO-08 Newly Accepted Monthly Contributions - GIRO breakdown list by bank 

 

GIRO-08 Upgraded Old and new amount Breakdown list by bank pending 

 



        REQUIREMENT SPECIFICATIONS      

 

Page 123 of 162 
 

LD-02 (2) - List of Termination - GIRO and Credit Cards 

 

 

LD-03 List of Revised Donations - GIRO 
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LD-21 D New Credit Card Donors - AMEX, VISA, MASTER, DINERS 

 

 

LD-32- LD Rejection List - GIRO 
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LD-44 Summary of LFD Count for Termination (AT &NT) 

 

 

LD-46 - One Time Donation List with Status Code 
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LD-50 - One Time Donation List by Project 

 

 

NKF-DMS701- Donations Report very important report 
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NKF_DMS509 – Donor Segments for Communication – Summary [refer to below report 

NKF_DMS509 and NKF_DMS510 Donor Segments References] 
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NKF_DMS510 – Donor Segment Selected for Communication – Details  

[refer to below report NKF_DMS509 and NKF_DMS510 Donor Segments References] 
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NKF_DMS509 and NKF_DMS510 Donor Segment References 
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D.12 Finance Reports 

 

SN Report Name Report Type Frequency 

1 Donor Preference Report for Giro Submission (1st collection of the 
Month) 

Operational Monthly 

2 LD-12 - Preview Batch Summary Report for Giro and Credit Card 
Submission 

Operational Monthly 

3 Successful & Rejection Report for Giro and Credit Card 
Submission 

Operational Monthly 

4 Full Donation Listing Operational Ad-Hoc 

5 LD-31 - Summary of Giro/Credit Card Rejection Code Reconciliation Monthly 

6 
Annual - RCP-55 - Summary of Posted LD Records By Batch 

Annual 
Receipting 

Annually 

7 
Annual - RCP-56 - Summary of LD Records for Receipting 

Annual 
Receipting 

Annually 

8 
Annual - RCP-57 - IRAS Recon Report Schedule 

Annual 
Receipting 

Annually 

9 
Annual - RCP-57b - Summary of both LD & OTD Receipts (IRAS) 

Annual 
Receipting 

Annually 

10 Annual - RCP-57c - Summary of both LD & OTD Receipts 
(Receipt) 

Annual 
Receipting 

Annually 

11 
Annual - RCP-58 - Summary of IRAS Submission File Data 

Annual 
Receipting 

Annually 

12 
Annual - LD-53 - Receipt Detail Schedule 

Annual 
Receipting 

Annually 

13 
Annual NKF_DMS513 - MOH Form 5 Report 

Annual 
Receipting 

Annually 

14 
Annual Receipting for LD donors  

Annual 
Receipts 
(process) 

Annually 

15 Giro Mid Month Reconciliation Report Reconciliation Monthly 

16 Giro End Month Reconciliation Report Reconciliation Monthly 

17 Credit Card Mid Month Reconciliation Report Reconciliation Monthly 

18 Credit Card End Month Reconciliation Report Reconciliation Monthly 

 

LD-12 - Preview Batch Summary Report for Giro and Credit Card Submission 
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LD-31 - Summary of Giro/Credit Card Rejection Code 
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Annual - RCP-55 - Summary of Posted LD Records By Batch 
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Annual - RCP-56 - Summary of LD Records for Receipting 

 
 

Annual - RCP-57 - IRAS Recon Report Schedule 
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Annual - RCP-58 - Summary of IRAS Submission File Data 
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Annual - LD-53 - Receipt Detail Schedule 

 
 

 

Annual NKF_DMS513 - MOH Form 5 Report 
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Giro Mid Month Reconciliation Report 

 
 

 

Giro End Month Reconciliation Report 
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Credit Card Mid Month Reconciliation Report 

 
 

 

Credit Card End Month Reconciliation Report 

 
 

 

D.13 Staff LD Files 

 

 

Staff LD-For Upload-Template 

 
 

 

STAFFLD-01_SendForProcessing 
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D.14 Donor Data Retention Table 

 

 

Donor Data Retention Table 2024 

 

 

D.15 Donation Status and Change Log Codes Table 

 

Donation & Batch Status 
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RD Change Log Codes 

 
 

 

Payment Method Mapping 
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Donation Status Mapping 
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Appendix E – DMS Current Setup 

E.1 Solution Architecture of current DMS Setup (on-premises) 
 

 
 

E.2 Summary of Development and Production servers as below: 
 

Environment Servers Specification 
(On-premises) 

Configuration 

Development NKFDMSWEB_STG 
Web Application DMS Backend 
Server for DEV 
 

RAM: 4 GB 
CPU: Xeon E5-2620 v4 @ 
2.10GHz (2 proc.) 
Hard Disk: 200 GB 
OS: Windows Server 2012 R2 
Datacenter 

NKFDMSDB_STG 
Database DMS Backend Server 
for DEV 
SQL Server 11 

RAM: 8 GB 
CPU: Xeon E5-2620 v4 @ 
2.10GHz (2 proc.) 
Hard Disk: 200 GB 
OS: Windows Server 2012 R2 
Datacenter 

NKFDMSDPWEBSTG 
Web Application DMS Donation 
Portal Server for DEV 
 

RAM: 8 GB 
CPU: Intel Xeon Icelake CPU @ 
2.50GHz (2 proc.) 
Hard Disk: 180 GB 
OS: Windows Server 2022 
Datacenter Ver. 21H2 Build 
20348.3453 

NKFDPDBSTG 
Database DMS Donation Portal 
Backend Server for DEV 
SQL Server 2022 

RAM: 8 GB 
CPU: Intel Xeon Icelake CPU @ 
2.50GHz (2 proc.) 
Hard Disk: 280 GB 
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OS: Windows Server 2022 
Datacenter Ver. 21H2 Build 
20348.3453 
 

Production NKFDMSWEB 
Web Application DMS Backend 
Server for PROD 
 

RAM: 8 GB 
CPU: Xeon Gold 6130 @ 2.10GHz 
(2 proc.) 
Hard Disk: 200 GB 
OS: Windows Server 2012 R2 
Datacenter 

NKFDMSDB 
Database DMS Backend Server 
for PROD 
SQL Server 11 

RAM: 8 GB 
CPU: Xeon Gold 6130 @ 2.10GHz 
(2 proc.) 
Hard Disk: 700 GB 
OS: Windows Server 2012 R2 
Datacenter 

NKFDMSDPWEB 
Web Application DMS Donation 
Portal Server for PROD 
 

RAM: 8 GB 
CPU: Intel Xeon Icelake CPU @ 
2.50GHz (2 proc.) 
Hard Disk: 180 GB 
OS: Windows Server 2022 
Datacenter Ver. 21H2 Build 
20348.3453 

NKFDPDB 
Database DMS Donation Portal 
Backend Server for PROD 
SQL Server 2022 

RAM: 8 GB 
CPU: Intel Xeon Icelake CPU @ 
2.50GHz (2 proc.) 
Hard Disk: 280 GB 
OS: Windows Server 2022 
Datacenter Ver. 21H2 Build 
20348.3453 

NKFVMSPORTAL 
Web Application & Database DMS 
Donor Self-Help Portal for PROD 
SQL Server 11 

RAM: 8 GB 
CPU: Xeon Gold 6130 @ 2.10GHz 
(2 proc.) 
Hard Disk: 200 GB 
OS: Windows Server 2012 R2 
Datacenter 

NKFSFTP 
SFTP Application Integration with 
DBS Ideal H2H for PROD 
 

RAM: 8 GB 
CPU: Xeon Gold 6130 @ 2.10GHz 
(2 proc.) 
Hard Disk: 200 GB 
OS: Windows Server 2022 R2 
Standard 

 

 

 

E.3 Current DMS Users and Donors  

Donor Relations (DR) and Finance Users manage DMS backend sites. Meanwhile DMS 

Donors access the Donor Self-Help public portal (refer to clauses 4.2.4.67 to 4.2.4.72) and 

make donations at the public online Donation Portal (refer to clauses 4.2.4.67 to 4.2.4.72). 

Expected DMS Users and Donors Stat as shown below table 

Year 1 Year 2 Year 3 
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200,000 
 

220,000 242,000 

 

E.4 Transactions/Data & size that need to be migrated to new DMS  

# DMS Transactions/Data Size 

1 Accounts - Household 1,406,675  

2 Contacts - Individual 1,406,675  

3 Accounts - Organisation 49,600  

4 Contacts - Organisation Contacts 49,600  

5 Recurring Donations (excluding Staff LD) 485,177  

  Giro 426,317  

  Visa/Mastercard 51,508  

  AMEX 5,812  

  Other Old Data 1,540  

6 All Giro 426,317  

  Terminated 247,809  

  Approved 136,212  

  Pending 27,852  

  Cancelled 14,352  

  On-hold 92  

7 All Visa/Master 51,508  

  Terminated 43,870  

  On-hold 2,847  

  Approved 2,405  

  Cancelled 2,386  

8 Staff LD 1,105  

  Terminated 597  

  Approved 505  

  On-hold 3  

9 Appeals 355  

10 Programme/Events 799  

11 Distribution Codes 799  

12 Donation 2 years 3,711,357  

  Individual 3,708,505  

  Organisation 2,852  

 

E.5 Current DMS integration need to be enhanced / maintained  

E.5.1. Integration to DBS Ideal H2H  

DMS integrates with DBS Ideal Host-to-Host using SFTP for Recurring Donations (RD) / 

Lifedrops Donation (LD) for bank giro transactions and some old Credit Card 

transactions. 

Refer to Appendix D.7 for DBS Interbank GIRO Files reference. 
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E.5.2. Integration to Red Dot Payment (RDP)  

DMS integrates with Red Dot Payment (RDP) payment gateway for Recurring Donations 

(RD) / Lifedrops Donation (LD) for following online payment methods: 

a. SGQR / PayNow 

b. Visa / Mastercard 

c. American Express 

Refer to Section 4.2.5.90 for Integration to RDP. 

 

E.5.3. Integration to NIMS Finance (Oracle)  

DMS integrates with NIMS Finance – Oracle Fusion to post consolidated donations 

based on Distribution Codes to NIMS Finance GL at Oracle Fusion system. 

Refer to Section 4.2.5.92 for Integration to NIMS Finance (Oracle). 

 

E.5.4. Integration to iFoundries (email marketing solution)   

DMS integrates with iFoundries SMTP Server to do communication emails to donors. 

Please refer to clause 4.2.4.25/26 for Donor Communications. The communication 

emails to donors could be: Batch Letters (clause 4.2.4.42 to 4.2.4.48), eBlast Donor 

(clause 4.2.4.57 to 4.2.4.66), Annual Donor Statement (clause 4.2.4.49 to 4.2.4.56). 

Please refer to below high-level current DMS, VMS, and new DEMS Salesforce integrate 

with iFoundries.  
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E.6 New DMS unfinished development in Salesforce  

As mentioned at clause 1.5, a previous DMS vendor has developed the new DMS 
at Salesforce platform. The new DMS Salesforce has modules UAT status shown at 
below table: 
 

# Module Sub-Module Usage Status Test Date 
Test Result 

Pass Fail 

1 Portal - Donation Online OTD DR Testing 04-Jun-24 100.00% 0.00% 

    LD DR Testing 04-Jun-24 100.00% 0.00% 

2 SF - Accounts Accounts DR Testing 05-Mar-24 50.00% 50.00% 

3 SF - Contacts Contacts DR Testing 13-Mar-24 50.00% 50.00% 

4 SF - Donations Donations DR Testing 13-Mar-24 77.55% 20.41% 

5 SF - Recurring Donations Recurring Donations DR Testing 13-Mar-24 68.50% 14.96% 

6 SF - Appeals Appeals DR Testing 05-Mar-24 100.00% 0.00% 

7 SF - Programme/Events Programme/Events DR Testing 04-Jun-24 100.00% 0.00% 

8 SF - Distribution Codes Distribution Codes DR Testing 13-Mar-24 100.00% 0.00% 
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9 SF - Mass Receipts Mass Receipts DR Testing 13-Mar-24 30.00% 70.00% 

10 SF - eBlast eBlast DR Testing 22-Jul-24 50.00% 50.00% 

    Audiences   Testing 22-Jul-24 50.00% 50.00% 

    eBlast Subscribers Upload   Untested       

11 SF - Donation 
Reconciliations 

Donation Reconciliation Finance Testing 08-Mar-24 25.00% 75.00% 

    Batch Donation   Testing 08-Mar-24 0.00% 100.00% 

12 SF - Giro Giro Batches Finance Testing 08-Mar-24 33.00% 33.00% 

    Giro Batches Summaries     08-Mar-24 0.00% 25.00% 

13 SF - NIMS Finance  
p.k.a. Navision Batches 
(Oracle) 

  Finance Testing 08-Mar-24 0.00% 100.00% 

16 SF - IRAS Submissions IRAS Batches Finance Untested       

    IRAS Batch Items   Untested       

    Recurring Statements   Untested       

17 SF - DR Reports DR Operational Reports DR Testing 13-Mar-24 0.00% 100.00% 

18 SF - Finance Reports Finance Operational Reports Finance Untested       

    Finance Consolidation 
Reports 

  Testing 08-Mar-24 0.00% 100.00% 

19 Portal - Uploading CSV Upload for other 
donation channels 

DR Testing 24-Apr-24 65.00% 35.00% 

20 Portal - Batch Data Entry Batch Donation Listing DR Testing 22-Mar-24 0.00% 100.00% 

21 Portal - Donor Self-Help N/A DR Not Ready       

     
TOTAL 47.57% 46.35% 
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Appendix F – VMS Screenshots  

F.1 Volunteer Registration (Individual or Organisation) 
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F.2 Volunteer Self-Help Portal 

 

Login 
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Dashboard 

 
 

User Profile 

 
 

Volunteer Opportunities 
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Print Community Involvement Letter 
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F.3 Volunteer Registration Portal 
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F.4 Volunteer Attendance Monitoring 
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Appendix G – VMS Workflow 

G.1 VMS – Registration and Interview 
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Appendix H – VMS References 

H.1 Internal Volunteer Request Form 
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H.2 Volunteer KPI Automation 

Volunteer Hours 

 
 

  



        REQUIREMENT SPECIFICATIONS      

 

Page 157 of 162 
 

Cumulative – 24 Hours Count 

 
 

 

Cumulative – Volunteer Retention 

 
 

 

Volunteer Satisfaction 
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Volunteer Donor 

 
 

 

VIA Initiatives 

 
 

 

Volunteer Requests Tracking 
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Appendix I – VMS Current Setup 

I.1. Solution Architecture of current VEMS Setup (cloud application) 
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I.2. Current Storage Usage 
 

 

 

Current statistics of VEMS public volunteer users 

Year 1 Year 2 Year 3 Year 4 Year 5 

        20,755 

 

22,830 25,113 27,625 30,387 
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I.3. VEMS eMail Communication Channels  
 

Current VMS uses various email communication channels due to some factors cannot be 

done using Salesforce platform. 

As shown the diagram at Appendix E – DMS Current Setup, point E.5.4, it shows VMS uses 

iFoundries iMailCampaign to do the weekly eDM. Meanwhile, VMS does auto notification 

emails using Salesforce internal mail object and VM team uses Outlook manually to send 

other notification emails to Volunteers. 

NKF is seeking vendor proposal to consolidate VEMS email communication into one channel 

for better management and analysis. Please refer to section 4.3.5.23 to 4.3.5.31 for VEMS 

email communication enhancement.  

 

I.4. VEMS Modules 
 

Event Monitoring  
▪ Event Log File Browser 
▪ Event Monitoring Settings 
▪ Transactions Security Policies 

  
 

Backup and Restore 
▪ Backup Policy Configuration 
▪ Backup Log View 
▪ Data import Restoration 
▪ Data Export 

 
Security 
▪ View Audit Trail setup 

 
 

Administration 
▪ Users 
▪ Profiles 
▪ Permission Sets 
▪ Roles 

 
 

VEMS Lightning 
▪ Dashboard 
▪ Reports 
▪ Accounts 
▪ Contacts 
▪ Programme/Events 
▪ Volunteer Requests 
▪ Assigned Volunteers 
▪ Outcomes 
▪ Attendances 
▪ Upload  

 

I.5. Partial Sandbox - psb - For Dev and UAT 
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https://thenationalkidneyfoundation2--psb.sandbox.my.salesforce.com/ 
 

I.6. Full Sandbox - fsb - For Data Migration purpose (no logic deployed) 

https://thenationalkidneyfoundation2--fsb.sandbox.my.salesforce.com/ 

 

I.7. Volunteer Self-help Portal 

https://vms.nkfs.org/auth/login/ 

 

I.8. Volunteer Signup 

https://vms.nkfs.org/signup 

 

 

 

https://thenationalkidneyfoundation2--psb.sandbox.my.salesforce.com/
https://thenationalkidneyfoundation2--fsb.sandbox.my.salesforce.com/
https://vms.nkfs.org/auth/login/
https://vms.nkfs.org/signup

